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AN ACT

to make new provision for the regulation of the
processng of information relating to individuals,
including the obtaining, holding, use or
disclosure of such information.

E, your Mgesty’s most dutiful and loyal subjeds, the Council and Keys

of the said Ide, do humbly beseed your Majesty that it may be enaded,
and be it enaded, by the Quean’'s Most Excdlent Mgesty, by and with the
advice and consent of the Council and Keys in Tynwald asembled, and by the
authority of the same, asfollows (that isto say).—

PART 1
PRELIMINARY
1 Basic interpretative provisons
P1998291-3

(@) InthisAct —
"data"' means information which —

@ iIs being processed by means of equipment operating
automaticdly in response to instructions given for that purpose,

(b Is recorded with the intention that it should be processd by
means of such equipment,

(o) Is recorded as part of a relevant filing system or with the
intention that it should form part of arelevant filing system, or

(d) does not fal within paragraph (a), (b) or (c) but forms part of
an accessble reoord;
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"data cntroller" means, subjed to subsedion (4), a person who(either
adone or jointly or in common with other persons) determines the
purposes for which and the manrer in which any personal data ae, or
are to be, processd;

"data procesor", in relation to personal data, means any person (other
than an employee of the data cntroller) who processes the data on
behalf of the data controller;

"data subjed” means an individual who is the subjea of personal data;
"personal data' means data which relate to a living individual who can
be identified —

(@ from those data, or

(b from those data and other information which is in the
possesson of, or is likely to come into the possesson of, the
data ontroller,

and includes any expresson of opinion about the individual and any
indicaion of the intentions of the data wntroller or any other personin
resped of theindividual;

"processng”, in relation to information or data, means obtaining,
recording or holding the information or data or carying out any
operation or set of operations on the information or data, including —

@ organisation, adaptation or ateration of the information or data,
(b retrieval, consultation or use of the information or data,

(o) disclosure of the information or data by transmisson,
dissemination or otherwise making available, or

(d) aignment, combination, blocking, erasure or destruction of the
information or data;

"relevant filing system' means any set of information relating to
individuals to the extent that, although the information is not processed
by means of equipment operating autometicdly in response to
instructions given for that purpose, the set is gructured, ether by
reference to individuals or by reference to criteria relating to
individuals, in such a way that spedfic information relating to a
particular individual is readily accessble;

"sengitive personal data' means personal data mnsisting of information
asto—

@ the radal or ethnic origin of the data subjed,
(b his politica opinions,
(o) his religious beliefs or other beliefs of a smilar nature,

(d) whether he is a member of atrade union (within the meaning of
the Trade Unions Act 1991,

11991 c.20
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(e his physicd or mental hedth or condition,
()] his sexual life,

(9) the commisson or aleged commisson by him of any offence
or

(h any procealings for any offence @mmitted or alleged to have
been committed by him, the disposal of such proceealings or the
sentence of any court in such procealings,

"the spedal purposes’ means any one or more of the following —
@ the purposes of journalism,

(b artistic purposes, and

(o) literary purposes.

(2 InthisAct —

@ "obtaining” or "recording”, in relation to personal data, includes
obtaining or recording the information to be wntained in the
data, and

(b "using” or "disclosing”, in relation to persona data, includes
using or disclosing the information contained in the data.

3 In determining for the purposes of this Act whether any
information is recorded with the intention —

@ that it should be processed by means of equipment operating
automaticdly in response to instructions given for that purpose,
or

(b that it should form part of arelevant filing system,

it is immaterial that it is intended to be so processd or to form part of such a
system only after being transferred to a wuntry or territory outside the I1sland.

4 Where persona data ae processd only for purposes for which
they are required by or under any enadment to be processd, the person on
whom the obligation to processthe data is imposed by or under that enaadment
is for the purposes of this Act the data controller.

2. The data protection principles
P1998294

(@) References in this Act to the data protedion principles are to
the principles st out in Part 1 of Schedule 1.

(2 Those principles are to be interpreted in acwrdance with Part 2
of Schedule 1.

3 Schedule 2 (which applies to al personal data) and Schedule 3
(which applies only to sensitive persona data) set out conditions applying for
the purposes of the first principle (fair and lawful processng); and Schedule 4
sets out cases in which the aghth principle does not apply.
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4 Subjed to sedion 23(1), it is the duty of a data @ntroller to
comply with the data protedion principles in relation to al personal data with
resped to which heisthe data wntroller.

3. Application of Act

P199829/5

(@) Except as otherwise provided by or under sedion 49, this Act
appliesto adata controller in resped of any data only if —

@ the data cntroller is established in the Idand and the data ae
processed in the context of that establishment, or

(b the data oontroller is not established in the Idand but uses
equipment in the Idand for processng the data otherwise than
for the purposes of transit through the Island.

(2 A data ontroller faling within subsedion (1)(b) must
nominate for the purposes of this Act arepresentative established in the Island.

3 For the purposes of subsedions (1) and (2), eat of the
following isto be treaed as established in the Idand —

@ an individual who is ordinarily resident in the Island,
(b a body incorporated under the law of the Island,

(o) a partnership or other unincorporated association formed under
the law of the Island, and

(d) any person who does not fall within paragraph (@), (b) or (c) but
maintains in the Idand —

() an office, branch or agency through which he caries on
any adivity, or

(i) aregular pradice

4, The Supervisor and the Tribunal
P199829/6

(@) The office of 1de of Man Data Protedion Registrar established
by seation 3(1) of the Data Protection Act 1986 shall continue to exist for the
purposes of this Act but is renamed the office of Ide of Man Data Protedion
Supervisor, and in this Act the Ide of Man Data Protedion Supervisor is
referred to as "the Supervisor”.

(2 The Supervisor shal be gpointed by the Governor in Council.

3 For the purposes of this Act there shall continue to be an Ide of
Man Data Protedion Tribunal (in this Act referred to as "the Tribunal").

21986¢.31
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4 The Tribuna shal consist of a dhairman, a deputy chairman
and not lessthan one and not more than 3 other members, appointed in eat
case by the Governor in Council.

(5) The darman and deputy chairman of the Tribunal shal be
barristers, advocaes or solicitors, in eat case of not less than 7 yeas
standing.

(6) Schedule 5 has effed in relation to the Supervisor and the
Tribunal.

PART 2
RIGHTS OF DATA SUBJECTS AND OTHERS
5. Right of accessto personal data
P199829/7 & 15, P200036/6/1

(@) Subjea to the following provisions of this sedion and to
sedions 6 and 7, an individual is entitled —

@ to be informed by any data controller whether personal data of
which that individual is the data subjed are being processd by
or on behalf of that data wntroller,

(b if that is the cae, to be given by the data ontroller a

description of —
() the personal data of which that individual is the data
subjed,

(i) the purposes for which they are being or are to be
processed, and

(i)  the redpients or classes of redpients to whom they are
or maybe disclosed,

(o) to have communicaed to him in an intelli gible form —

() the information constituting any personal data of which
that individual is the data subjed, and

(i) any information available to the data wntroller as to the
source of those data, and

(d) where the processng by automatic means of persona data of
which that individual is the data subjeda for the purpose of
evaluating matters relating to him such as, for example, his
performance d work, his creditworthiness his reliability or his
conduct, has constituted or is likely to constitute the sole basis
for any dedsion significantly affeding him, to be informed by
the data controller of the logic involved in that dedsion-taking.

(2 A data oontroller is not obliged to supfdy any information under
subsedion (1) unlesshe hasreceved —
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@ arequest in writing, and

(b except in prescribed cases, such fee (not excealing the
prescribed maximum) as he may require.

3 Where adata controller [

@ reasonably requires further information in order to satisfy
himself as to the identity of the person making a request under
this dion and to locae the information which that person
seeks, and

(b has informed him of that requirement,

the data controller is not obliged to comply with the request unless he is
suppied with that further information.

4 Where adata controller cannot comply with the request without
disclosing information relating to another individua who can be identified
from that information, he is not obliged to comply with the request unless—

@ the other individual has consented to the disclosure of the
information to the person making the request, or

(b it is reasonable in al the drcumstances to comply with the
request without the ansent of the other individual.

(5) In subsedion (4) the reference to information relating to
another individual includes a reference to information identifying that
individual as the source of the information sought by the request; and that
subsedion is not to be @nstrued as excusing a data ontroller from
communicaing so much of the information sought by the request as can be
communicaed without disclosing the identity of the other individual
concerned, whether by the omisson of names or other identifying perticulars
or otherwise.

(6) In determining for the purposes of subsedion (4)(b) whether it
Is reasonable in all the drcumstances to comply with the request without the
consent of the other individual concerned, regard shall be had, in particular, to

@ any duty of confidentiality owed to the other individual,

(b any steps taken by the data ntroller with aview to seeking the
consent of the other individual,

(o) whether the other individual is cgpable of giving consent, and
(d) any expressrefusal of consent by the other individual.

@) An individual making a request under this edion may, in such
cases as may be prescribed, speafy that his request is limited to persona data
of any prescribed description.

(8) Subjed to subsedion (4), a data cntroller shal comply with a
request under this sedion promptly and in any event before the end of the
prescribed period beginning with the relevant day.

(9 If the High Court is sttisfied on the gplicaion of any person
who has made arequest under this dion that the data cntroller in question

1C
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has failed to comply with the request in contravention of those provisions, the
court may [J

(@ order him to comply with the request; and

(b if the court is stisfied that the fallure was unjustified and that
the data cntroller knew or ought to have known that it was
unjustified, impose on hm a pendty of such amount (not
excealing £5000) asthe ourt thinksfit.

(100 For the purpose of determining any question whether an
applicant under subsedion (9) is entitled to the information which he seeks
(including any question whether any relevant data ae exempt from that
sedion by virtue of Part 4) the High Court may require —

@ the information constituting any data processed by or on behalf
of the data wntroller, and

(b any information as to the logic involved in any dedasion-taking
as mentioned in subsedion (1)(d),

to be made aalable for its own inspedion kut shal not, pending the
determination of that question in the @plicant's favour, require the
information sought by the @plicant to be disclosed to him or his
representatives whether by discovery or otherwise.

(11) A pendty imposed under subsedion (9)(b) shal be gplicable
as afineimposed by a aiminal court.

(12 Inthis dion—

"prescribed” means prescribed by the Council of Ministers by
regulations;

"the prescribed maximum" means such amount as may be prescribed,;
"the prescribed period” means 40 days or such other period as may be
prescribed;

"the relevant day", in relation to arequest under this sedion, means the
day on which the data controller recaves the request or, if later, the
first day on which the data @ntroller has both the required fee ad the
information referred to in subsedion (3).

6. Provisions supplementary to section 5
P199829/8

(@) The Council of Ministers may by regulations provide that, in
such cases as may be prescribed, a request for information under any provision
of subsedion (1) of sedion 5 isto be treaed as extending aso to information
under other provisions of that subsedion.

(2 The obligation imposed by sedion 5(1)(c)(i) must be complied
with by supdying the data subjed with a @py of the information in
permanent form unless—

11
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@ the supdy of such a py is not possble or would involve
disproportionate dfort, or

(b the data subjed agrees otherwise;

and where any of the information referred to in sedion 5(1)(c)(i) is expressed
in terms which are not intelligible without explanation the wpy must be
acompanied by an explanation of those terms.

3 Where adata mntroller has previousy complied with a request
made under sedion 5 by an individual, the data controller is not obliged to
comply with a subsequent identicd or similar request under that sedion by
that individual unless a reasonable interval has elapsed between compliance
with the previous request and the making of the aurrent request.

4 In determining for the purposes of subsedion (3) whether
requests under sedion 5 are made & reasonable intervals, regard shall be had
to the nature of the data, the purpose for which the data ae processed and the
frequency with which the data ae dtered.

(5) Sedion 5(1)(d) is not to be regarded as requiring the provision
of information as to the logic involved in any dedsion-taking if, and to the
extent that, the information constitutes a trade seaet.

(6) The information to be suppied pusuant to a request under
sedion 5 must be suppied by reference to the data in question at the time
when the request is receved, except that it may take acount of any
amendment or deletion made between that time and the time when the
information is suppied, being an amendment or deletion that would have been
made regardlessof the recept of the request.

(7 For the purposes of sedion 5(4) and (5) another individual can
be identified from the information being disclosed if he can be identified from
that information, or from that and any other information which, in the
reasonable belief of the data controller, is likely to be in, or to come into, the
possesson of the data subjed making the request.

7. Application of section 5: credit reference agencies
P199829/9

(@) Where the data controller is a aedit reference gency, sedion 5
has effed subjed to the provisions of this edion.

(2 An individua making a request under sedion 5 may limit his
request to personal data relevant to his financial standing, and shall be taken to
have so limited his request unlessthe request shows a @ntrary intention.

3 Where the data @ntroller recaves a request under sedion 5 in
a cae where personal data of which the individual making the request is the
data subjed are being processed by or on behaf of the data controller, the
obligation to supfdy information under that sedion includes an obligation to
give the individual making the request a statement, in such form as may be
prescribed by the Council of Ministers by regulations, of such of the
individual's rights under this Act as are spedfied in the form.

12
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8. Right to prevent processing likely to cause damage or distress
P19982910

(@) Subjed to subsedion (2), an individua is entitled at any time
by notice in writing to a data cntroller to require the data controller at the end
of such period as is reasonable in the drcumstances to cease, or not to begin,
processng, or processng for a spedfied pupose or in a spedfied manner, any
personal data in resped of which he is the data subjed, on the ground that, for
speafied reasons —

@ the processng of those data or their processng for that purpose
or in that manner is causing or is likely to cause substantial
damage or substantial distressto him or to another, and

()  that damage or distressis or would be unwarranted.
(20  Subsedion (1) does not apply —

@ in a cae where awy of the conditions in paragraphs 1 to 4 of
Schedule 2 is met, or

(b in such other cases as may be prescribed by the Council of
Ministers by order.

3 The data controller must within 21 days of receving a notice
under subsedion (1) ("the data subjed notic€') give the individual who gave it
awritten notice—

@ stating that he has complied or intends to comply with the data
subjed notice, or

(b stating his reasons for regarding the data subjed notice & to
any extent unjustified and the extent (if any) to which he has
complied or intends to comply with it.

4 If the High Court is stisfied, on the gplicaion of any person
who has given a notice under subsedion (1) which appeas to the wurt to be
justified (or to be justified to any extent), that the data wntroller in question
has falled to comply with the notice, the court may order him to take such
steps for complying with the notice (or for complying with it to that extent) as
the oourt thinks fit.

(5) The fallure by a data subjed to exercise the right conferred by
subsedion (1) or sedion 9(1) does not affea any other right conferred on him
by this Part.

9. Right to prevent processing for purposes of direct marketing
P19982911
(@) An individua is entitled at any time by notice in writing to a

data oontroller to require the data ntroller at the end of such period as is
reasonable in the drcumstances to ceae, or not to begin, processng for the

13
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purposes of dired marketing persona data in resped of which he is the data
subjed.

(2 If the High Court is stisfied, on the gplicaion of any person
who has given a notice under subsedion (1), that the data controller has failed
to comply with the notice, the @murt may order him to take such steps for
complying with the notice & the court thinks fit.

3 In this dion "dired marketing" means the ommmunication (by
whatever means) of any advertising or marketing material which is direded to
particular individuals.

10. Rightsin relation to automated decision-taking
P199829/12

(D An individual is entitled at any time, by notice in writing to any
data controller, to require the data wntroller to ensure that no dedsion taken
by or on behalf of the data controller which significantly affeds that individual
Is based solely on the processng by automatic means of persona data in
resped of which that individua is the data subjed for the purpose of
evaluating matters relating to him such as, for example, his performance d
work, his creditworthiness his reliability or his conduct.

(2 Where, in a cae where no notice under subsedion (1) has
effed, a deasion which sgnificantly affeds an individua is based solely on
such processng as is mentioned in subsedion (1) —

@ the data cntroller must as on as reasonably pradicable
notify the individual that the dedsion was taken on that basis,
and

(b the individual is entitled, within 21 days of receving that
notificaion from the data cntroller, by notice in writing to
require the data controller to reconsider the dedsion or to take a
new dedsion otherwise than on that basis.

3 The data mntroller must, within 21 days of recaving a notice
under subsedion (2)(b) ("the data subjed notice') give the individual awritten
notice spedfying the steps that he intends to take to comply with the data
subjed notice

4 A notice under subsedion (1) does not have dfed in relation to
an exempt dedsion; and nothing in subsedion (2) applies to an exempt
dedson.

(5) In subsedion (4) "exempt dedsion" means any dedsion —
@ in resped of which the conditions in subsedions (6) and (7) are
met, or

(b which is made in such other circumstances as may be
prescribed by the Council of Ministers by order.

(6) The condition in this sibsedion isthat the dedsion —

14
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@ istaken in the course of stepstaken —

() for the purpose of considering whether to enter into a
contrad with the data subjed,

(i) with aview to entering into such a contrad, or

(i)  inthe course of performing such a mntrad, or
(b is authorised or required by or under any enaadment.
(7 The condition in this sibsedion isthat either —

@ the dfed of the dedsion is to grant a request of the data
subjed, or

(b steps have been taken to safeguard the legitimate interests of
the data subjea (for example, by alowing him to make
representations).

(8) If the High Court is satisfied on the gplicaion of a data subjea
that a person taking a dedsion in resped of him ("the responsible person") has
faled to comply with subsedion (1) or (2)(b), the wurt may order the
responsible person to remnsider the dedsion, or to take anew deasion which
Is not based solely on such processng as is mentioned in subsedion (1).

(9 An order under subsedion (8) shall not affed the rights of any
person other than the data subjed and the responsible person.

11.  Compensation for failureto comply with certain requirements

P19982913

(D An individua who suffers damage by reason of any
contravention by a data cntroller of any of the requirements of this Act is
entitled to compensation from the data controller for that damage.

(2 An individua who suffers distress by reason of any
contravention by a data cntroller of any of the requirements of this Act is
entitled to compensation from the data controller for that distressif —

@ the individual aso suffers damage by reason of the
contravention, or

(b the mntravention relates to the processng of personal data for
the speaal purposes, or

(o) the contravention consists of a failure to comply with a request
under sedion 5 in the drcumstances gedfied in sedion
5(9)(b).

3 In procealings brought against a person by virtue of this
sedion it is a defence to prove that he had taken such care & in al the
circumstances was reasonably required to comply with the requirement
concerned.

15
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12.  Rectification, blocking, erasure and destruction
P19982914

(D If the High Court is satisfied on the gplicaion of a data subjea
that personal data of which the goplicant is the subjed are inacarate, the curt
may order the data ntroller to redify, block, erase or destroy those data and
any other personal data in resped of which he is the data wntroller and which
contain an expresson of opinion which appeas to the wurt to be based on the
inacarate data.

(2 Subsedion (1) applies whether or not the data acarately record
information recaeved or obtained by the data wntroller from the data subjea
or athird party but where the data acarately record such information, then —

(@ if the requirements mentioned in paragraph 15 of Schedule 1
have been complied with, the High Court may, instead of
making an order under subsedion (1), make an order requiring
the data to be supgemented by such statement of the true fads
relating to the matters dedt with by the data a the court may
approve, and

(b if al or any of those requirements have not been complied with,
the High Court may, instead of making an order under that
subsedion, make such order as it thinks fit for seauring
compliance with those requirements with or without a further
order requiring the data to be suppgemented by such a statement
asis mentioned in paragraph (a).

3 Where the High Court —
@ makes an order under subsedion (1), or

(b Is stisfied on the gplicaion of a data subjed that persond
data of which he was the data subjed and which have been
redified, blocked, erased or destroyed were inacarrate,

it may, where it considers it reasonably pradicable, order the data wntroller to
notify third parties to whom the data have been disclosed of the redification,
blocking, erasure or destruction.

4 If the High Court is satisfied on the gplicaion of a data subjea

@ that he has suffered damage by reason of any contravention by
a data ontroller of any of the requirements of this Act in
resped of any persona data, in circumstances entitling him to
compensation under sedion 11, and

(b that there is a substantial risk of further contravention in resped
of those data in such circumstances,

the wurt may order the redificaion, blocking, erasure or destruction of any of
those data.

(5) Where the curt makes an order under subsedion (4) it may,
where it considers it reasonably pradicable, order the data wntroller to notify

16
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third parties to whom the data have been disclosed of the redificaion,
blocking, erasure or destruction.

(6)

In determining whether it is reasonably pradicable to require

such notification as is mentioned in subsedion (3) or (5) the wurt shall have
regard, in particular, to the number of persons who would have to be notified.

PART 3
NOTIFICATION BY DATA CONTROLLERS

13.  Preiminary

P19982916

(1)

In this Part "the registrable particulars', in relation to a data

controller, means —

(@
(b)

(©

(d)

(e)

(f)

)

his name and address

if he has nominated a representative for the purposes of this
Act, the name and addressof the representative,

a description of the personal data being or to be processed by or
on behaf of the data ntroller and of the cdegory or
caegories of data subjed to which they relate,

a description of the purpose or purposes for which the data ae
being or are to be processed,

a description of any redpient or redpients to whom the data
controller intends or may wish to disclose the data, and

the names, or a description of, any countries or territories
outside the Idand to which the data ntroller diredly or
indiredly transfers, or intends or may wish diredly or
indiredly to transfer, the data.

In this Part —

"fees regulations’ means regulations made by the Treasury under
sedion 15(5) or 16(4) or (7);

"notificaion regulations’ means regulations made by the Council of
Ministers under the other provisions of this Part;

"prescribed”, except where used in relation to fees regulations, means
prescribed by notification regulations.

©)

For the purposes of this Part, so far asit relatesto the aldresses

of data controllers —

(@

(b)

the address of a registered company is that of its registered
office, and

the aldress of a person (other than a registered company)
carying on a businessis that of his principal placeof business
in the Island.
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14.  Prohibition on processing without registration

P199829/17

(@) Subjea to the following provisions of this sdion, personal
data must not be processed unlessan entry in resped of the data wntroller is
included in the register maintained by the Supervisor under sedion 16 (or is
treaed by notificaion regulations made by virtue of sedion 16(3) as being so
included).

(2 Except where the processng is asessable processng for the
purposes of sedion 19, subsedion (1) does not apply in relation to personal
data consisting of information which falls within neither paragraph (@) nor
paragraph (b) of the definition of "data" in sedion 1(1).

3 If it appeas to the Council of Ministers that processng of a
particular description is unlikely to prejudice the rights and freedoms of data
subjeds, notification regulations may provide that, in such cases as may be
prescribed, subsedion (1) is not to apply in relation to processng of that
description.

4 Subsedion (1) does not apply in relation to any processng
whose sole purpose is the maintenance of a public register.

15.  Notification by data controllers
P199829/18

(D Any data ontroller who wishes to be included in the register
maintained under sedion 16 shal give anotificaion to the Supervisor under
this sdion.

(2 A notificaion under this sedion must speadfy in acwrdance
with notification regulations —

@ the registrable particulars, and

(b a general description of measures to be taken for the purpose of
complying with the seventh data protedion principle (measures
against misuse and lossof data).

3 Notification regulations made by virtue of subsedion (2) may
provide for the determination by the Supervisor, in ac@rdance with any
requirements of the regulations, of the form in which the registrable particulars
and the description mentioned in subsedion (2)(b) are to be spedfied,
including in particular the detail required for the purposes of sedion 13(1)(c),
(d), (e) and (f) and subsedion (2)(b).

4 Notification regulations may make provision as to the giving of
notification —

@ by partnerships, or
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(b in other cases where 2 or more persons are the data wntrollers
in resped of any personal data.

(5) The notification must be acompanied by such fee & may be
prescribed by fees regulations.

(6) Notification regulations may provide for any fee paid under
subsedion (5) or sedion 16(4) to be refunded in prescribed circumstances.

16. Regigter of notifications
P199829/19

(@) The Supervisor shal —

(@ maintain a register of persons who have given notificaion
under sedion 15, and

(b make an entry in the register in pursuance of ead notification
recaved by him under that sedion from a person in resped of
whom no entry as data ontroller was for the time being
included in the register.

(2 Ead entry in the register shall consist of —

@ the registrable particulars notified under sedion 15 or, as the
case requires, those particulars as amended in pursuance of
sedion 17(4), and

(b such other information as the Supervisor may be aithorised or
required by notification regulations to include in the register.

3 Notification regulations may make provision as to the time &
from which any entry in resped of a data controller is to be treded for the
purposes of sedion 14 as having bean made in the register.

4 No entry shal be retained in the register for more than the
relevant time except on payment of such fee & may be prescribed by fees
regulations.

(5) In subsedion (4) "the relevant time" means 12 months or such
other period as may be prescribed by notification regulations.

(6) The Supervisor —

@ shall provide fadlities for making the information contained in
the entries in the register available for inspedion (in visible and
legible form) by members of the public a al reasonable hours
and freeof charge, and

(b may provide such other fadlities for making the information
contained in those entries available to the public free of charge
as he wnsiders appropriate.

@) The Supervisor shall, on payment of such fee if any, as may be
prescribed by fees regulations, supdy any member of the public with a duly
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cetified copy in writing of the particulars contained in any entry made in the
register.

17.  Duty to notify changes
P19892920

(@) For the purpose spedfied in subsedion (2), notificaion
regulations $al include provison imposing on every person in resped of
whom an entry as a data controller is for the time being included in the register
maintained under sedion 16 a duty to notify to the Supervisor, in such
circumstances and a such time or times and in such form as may be
prescribed, such meatters relating to the registrable particulars and measures
taken as mentioned in sedion 15(2)(b) as may be prescribed.

(2 The purpose referred to in subsedion (1) is that of ensuring, so
far as pradicable, that at any time —

@ the entries in the register maintained under sedion 16 contain
current names and addresses and describe the airrent pradice
or intentions of the data ontroller with resped to the
processng of personal data, and

(b the Supervisor is provided with a general description of
measures currently being taken as mentioned in sedion

15(2)(b).

3 Sedion 15(3) has effed in relation to notificaion regulations
made by virtue of subsedion (1) as it has effed in relation to notificaion
regulations made by virtue of sedion 15(2).

4 On recaving any notificaion under notificaion regulations
made by virtue of subsedion (1), the Supervisor shall make such amendments
of the relevant entry in the register maintained under sedion 16 as are
necessry to take acount of the notification.

18.  Offences
P19982921
(@) If sedion 14(1) is contravened, the data controller is guilty of

an offence

(2 Any person who fails to comply with the duty imposed by
notificaion regulations made by virtue of sedion 17(1) is guilty of an offence

3 It shall be adefence for a person charged with an offence under
subsedion (2) to show that he exercised al due diligence to comply with the
duty.
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19.  Preiminary assessment by Supervisor
P199829/22

(D In this ®dion "assessable processng" means processng which
Is of a description spedfied in an order made by the Council of Ministers as
appeaing to it to be particularly likely —

@ to cause substantiad damage or substantial distress to data
subjeds, or

(b otherwise significantly to pregjudice the rights and freedoms of
data subjeds.

(2 On recaiving notification from any data controller under sedion
15 or under notificaion regulations made by virtue of sedion 17 the
Supervisor shall consider —

@ whether any of the processng to which the notification relates
Is assessable processng, and

(b if s0, whether the assessable processng is likely to comply with
the provisions of this Act.

3 Subjea to subsedion (4), the Supervisor shall, within the
period of 28 days beginning with the day on which he recaves a notificaion
which relates to assssable processng, give anotice to the data controller
stating the extent to which the Supervisor is of the opinion that the processng
islikely or unlikely to comply with the provisions of this Act.

4 Before the end of the period referred to in subsedion (3) the
Supervisor may, by reason of spedal circumstances, extend that period on one
occasion only by notice to the data cntroller by such further period not
excedaling 14 dys as the Supervisor may spedfy in the notice

(5) No assssable processng in resped of which a notificaion hes
been given to the Supervisor as mentioned in subsedion (2) shal be caried on
unlesseither —

@ the period of 28 days beginning with the day on which the
notificaion is receved by the Supervisor (or, in a cae faling
within subsedion (4), that period as extended under that
subsedion) has elapsed, or

(b before the end of that period (or that period as  extended) the
data oontroller has receved a notice from the Supervisor under
subsedion (3) in resped of the processng.

(6) Where subsedion (5) is contravened, the data ntroller is
guilty of an offence

@) The Council of Ministers may by order amend subsedions (3),
(4) and (5) by substituting for the number of days for the time being spedfied
there adifferent number spedfied in the order.
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20. Reference of notification to Tribunal

(@) If it appeas to the Supervisor that any processng of persona
data by a data @ntroller in acordance with registrable particulars notified
under sedion 15 or under notification regulations made by virtue of sedion 17
would contravene any of the data protedion principles, he may refer the
notification to the Tribunal, spedfying the data protedion principle or
principles which the Supervisor considers would be ontravened and his
reasons for doing so.

(2 In deading whether to make a reference under this ®dion, the
Supervisor shal consider whether the processng in question has caused or is
likely to cause any person damage or distress

3 Where on areference under this sdion the Tribunal is stisfied
that the processng in question would contravene aty of the data protedion
principles, it may dired the Supervisor [

@ to cancd the relevant entry in the register, or

(b to vary that entry to such extent as the Tribunal considers
appropriate to avoid or prevent any such contravention.

4 Schedule 6 shall have dfed in relation to references under this
sedion and the procealings of the Tribunal in resped of any such reference

(5) Any party to areference under this seaion may apped from the
dedsion of the Tribunal on a point of law to the High Court.

21.  Power to make provision for appointment of data supervisors
P199829/23

(@) The Council of Ministers may by order —

@ make provison under which a data wntroller may appoint a
person to ad as a data supervisor responsible in particular for
monitoring in an independent manner the data ontroller's
compliance with the provisions of this Act, and

(b provide that, in relation to any data ontroller who has
appointed a data supervisor in ac@rdance with the provisons
of the order and who complies with such conditions as may be
spedfied in the order, the provisions of this Part are to have
effed subjed to such exemptions or other modifications as may
be spedfied in the order.

(2 An order under this dion may —

(@ impose duties on data supervisors in relation to the Supervisor,
and

(b confer functions on the Supervisor in relation to data
supervisors.
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22.  Duty of certain data controllersto make certain information
available

P199829/24
(@) Subjed to subsedion (3), where personal data ae processd in

a cae where —

@ by virtue of sedion 14(2) or (3), sedion 14(1) does not apply to
the processng, and

(b the data oontroller has not notified the relevant particulars in
resped of that processng under sedion 15,

the data cntroller must, within 21 days of recaving a written request from
any person, make the relevant particulars available to that person in writing
freeof charge.

(2 In this sdion "the relevant particulars’ means the particulars
referred to in paragraphs (@) to (f) of sedion 13(1).

3 This dion hes effed subjed to any exemption conferred for
the purposes of this sadion by notificaion regulations.

4 Any data controller who fails to comply with the duty imposed
by subsedion (1) is guilty of an offence

(5) It shall be adefence for a person charged with an offence under
subsedion (4) to show that he exercised al due diligence to comply with the
duty.

PART 4
EXEMPTIONS
23.  Preliminary
P199829/27

(@) References in any of the data protedion principles or any
provison of Parts 2 and 3 to personal data or to the processng of persona
data do not include references to data or processng which by virtue of this
Part are exempt from that principle or other provision.

(2 In this Part "the subjed information provisons' means —

@ the first data protedion principle (fair and lawful processng) to
the extent to which it requires compliance with paragraph 10 of

Schedule 1, and
(b sedion 5.
3 In this Part "the non-disclosure provisions' means the

provisons gedfied in subsedion (4) to the extent to which they are
inconsistent with the disclosure in question.

4 The provisons referred to in subsedion (3) are —
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@ the first data protedion principle (fair and lawful processng),
except to the extent to which it requires compliance with the
conditionsin Schedules 2 and 3,

(b the second data protedion principle (purpose for which data ae
obtained and processed),

(o) the third data protedion principle (adequacy and relevance of
data),

(d) the fourth data protedion principle (acairacy of data),

(e the fifth data protedion principle (time for keguing data), and

()] sedions 8 and 12(1) to (3).

(5) Except as provided by this Part, the subjed information
provisons dal have dfed notwithstanding any statutory provision or rule of

law prohibiting or restricting the disclosure, or authorising the withholding, of
information.

24.  National security
P199829/28

(D Personal data ae exempt from any of the provisions of —
@ the data protedion principles,

(b Parts 2, 3and 5, and

(o) sedion 50,

if the exemption from that provision is required for the purpose of
safeguarding national seaurity.

(2 Subjed to subsedion (4), a cetificae signed by the Chief
Minister certifying that exemption from al or any of the provisons mentioned
in subsedion (1) is or at any time was required for the purpose there
mentioned in resped of any personal data shall be conclusive evidence of that
fad.

3 A catificae under subsedion (2) may identify the persona
data to which it applies by means of a general description and may be
expressed to have prospedive dfed.

4 Any person diredly affeded by the isaiing of a cetificae
under subsedion (2) may apped to the Tribunal against the cetificate.

(5) If on an apped under subsedion (4), the Tribunal finds that,
applying the principles applied by the High Court on a petition of doleance,
the Chief Minister did not have reasonable grounds for issiing the cetificae,
the Tribunal may allow the gped and quash the cetificate.

(6) Where in any procealings under or by virtue of this Act it is
clamed by a data mntroller that a cetificae under subsedion (2) which
identifies the personal data to which it applies by means of a genera
description applies to any personal data, then, subjed to any determination
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under subsedion (7), the cetificae shall be cnclusvely presumed so to
apply.

(7 Any other party to procealings referred to in subsedion (6)
may apped to the Tribunal on the ground that the cetificate does not apply to

the personal data in question, and the Tribunal may determine that the
ceatificate does not so apply.

(8) A document purporting to be a cetificae under subsedion (2)
shal be recaved in evidence and deemed to be such a cetificae unlessthe
contrary is proved.

(9 No power conferred by any provison of Part 5 may be
exercised in relation to persona data which by virtue of this sdion are
exempt from that provision.

(100 Schedule 6 shall have dfed in relation to appeds under
subsedion (4) or (7) and the proceealings of the Tribunal in resped of any such

apped.

25. Crime and taxation
P199829/29

(@) Personal data processed for any of the following puposes —
@ the prevention or detedion of crime,
(b the gprehension or proseaution of offenders, or

(o) the asessnent or colledion of any tax or duty or of any
imposition of a smilar nature,

are exempt from the first data protedion principle (fair and lawful processng)
(except to the extent to which it requires compliance with the @nditions in
Schedules 2 and 3) and sedion 5 in any case to the etent to which the
application of those provisions to the data would be likely to prgudice ay of
the matters mentioned in this subsedion.

(2 Personal data which —

@ are procesed for the purpose of discharging statutory
functions, and

(b consist of information obtained for such a purpose from a
person who had it in his posssson for any of the purposes
mentioned in subsedion (1),

are exempt from the subjed information provisions to the same extent as
personal data processed for any of the purposes mentioned in that subsedion.

3 Personal data ae exempt from the non-disclosure provisions in
any case in which —

@ the disclosure is for any of the purposes mentioned in
subsedion (1), and
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(b the gplication of those provisions in relation to the disclosure
would be likely to prejudice ay of the matters mentioned in
that subsedion.

4 Personal data in resped of which the data controller is a
relevant authority and which —

@ consist of a dassficaion applied to the data subjed as part of a
system of risk assesgnent which is operated by that authority
for either of the following puposes —

() the assesgnent or colledion of any tax or duty or any
imposition of a similar nature, or

(i) the prevention or detedion of crime, or apprehension or
proseaution of offenders, where the offence @ncerned
involves any unlawful claim for any payment out of, or
any unlawful application of, public funds, and

(b are processed for either of those purposes,

are exempt from sedion 5 to the extent to which the exemption is required in
the interests of the operation of the system.

(5) In subsedion (4) "relevant authority" means a Department,
Statutory Board, locd authority or joint board.

26. Health, education and social work
P199829/30

(D The Council of Ministers may by order exempt from the subjea
information provisions, or modify those provisions in relation to, persona data
consisting of information as to the physicd or mental hedth or condition of
the data subjed.

(2 The Council of Ministers may by order exempt from the subjea
information provisions, or modify those provisions in relation to personal data

@ in resped of which the data cntroller is the proprietor of, or a
teader at, aschool or college, and which consist of information
relating to persons who are or have been pugpls at the schoal or
college; or

(b in resped of which the data controller is the Department of
Education, and which consist of information relating to persons
who are or have been pupls a a school or college maintained
by that Department.

3 The Council of Ministers may by order exempt from the subjea
information provisions, or modify those provisions in relation to, persona data
of such other descriptions as may be spedfied in the order, being information

26



Data Protection Act 2002

@ processed by the Department of Hedth and Social Seaurity or
by voluntary organisations or other bodies designated by or
under the order, and

(b appeaing to it to be procesed in the wurse of, or for the
purposes of, carying out social work in relation to the data
subjea or other individuals;

but the Council of Ministers $al not under this subsedion confer any
exemption or make aly modificaion except so far as it consders that the
application to the data of those provisons (or of those provisions without
modificaion) would be likely to pregjudicethe carying out of social work.

27.  Regulatory activity
P19982931

(@) Personal data procesed for the purposes of discharging
functions to which this subsedion applies are exempt from the subjed
information provisions in any case to the extent to which the gplicaion of
those provisions to the data would be likely to prejudice the proper discharge
of those functions.

(2 Subsedion (1) applies to any relevant function which is
designed for —

@ proteding members of the public against —

() financial loss due to dishonesty, malpradice or other
serioudy improper conduct by, or the unfitness or
Incompetence of, persons concerned in the provision of
banking, insurance investment or other financia
services or in the management of bodies corporate,

(i) financial loss due to the @nduct of discharged or
undischarged bankrupts, or

(i)  dishonesty, malpradice or other serioudy improper
conduct by, or the unfitnessor incompetence of, persons
authorised to carry on any professon or other adivity,

(b proteding charities against misconduct or mismanagement
(whether by trustees or other persons) in their administration,
proteding the property of charities from lossor misapplication,
or the recovery of the property of charities,

(o) seauring the hedth, safety and welfare of persons at work, or
proteding persons other than persons at work against risk to
hedth or safety arising out of or in connedion with the adions
of persons at work.

3 In subsedion (2) "relevant function" means —

@ any function conferred on any person by or under any statutory
provision, or
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(b any other function which is of a public nature and is exercised
in the public interest.

4 Personal data processed for the purpose of discharging any
function of the Ide of Man Office of Fair Trading under the Fair Trading Act
1996 are exempt from the subjed information provisions in any case to the
extent to which the goplicaion of those provisions to the data would be likely
to prgudicethe proper discharge of that function.

28. Journalism, literature and art

P199829/32

(@) Personal data which are processed only for the spedal purposes
are exempt from any provision to which this sibsedion relates if —

@ the processng is undertaken with a view to the publication by
any person of any journaigtic, literary or artistic material,

(b the data antroller reasonably believes that, having regard in
particular to the spedal importance of the public interest in
freedom of expresson, publicaion would be in the public
interest, and

(o) the data ontroller reasonably believes that, in al the
circumstances, compliance with that provision is incompatible
with the speaal purposes.

(2 Subsedion (1) relates to the provisions of —

@ the data protedion principles except the seventh data protedion
principle (measures against misuse and lossof data),

(b sedion 5,

(o) sedion 8,

(d) sedion 10, and

(e sedion 12(1) to (3).

3 In considering for the purposes of subsedion (1)(b) whether the
belief of a data wntroller that publication would be in the public interest was
or is a reasonable one, regard may be had to his compliance with any code of
pradicewhich —

@ Isrelevant to the publication in question, and

(b Is designated by the Council of Ministers by order for the
purposes of this sibsedion.

4 Where & any time ("the relevant time") in any proceelings
against a data oontroller under sedion 5(9), 8(4), 10(8) or 12 or by virtue of
sedion 11 the data controller clams, or it appeas to the High Court, that any
personal data to which the procealings relate ae being processed —

@ only for the spedal purposes, and

$1996¢.15
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(b with a view to the publicaion by any person of any journalistic,
literary or artistic materia which, a the time 24 hours
immediately before the relevant time, had not previously been
published by the data controller,

the court shall stay the proceadings until either of the conditions in subsedion
(5) is met.
(5) Those conditions are —

@ that a determination of the Supervisor under sedion 41 with
resped to the data in question takes effed, or

(b in a cae where the procealings were stayed on the making of a
claim, that the daim is withdrawn.

(6) For the purposes of this Act "publish”, in relation to
journalistic, literary or artistic material, means make available to the public or
any sedion of the public.

29. Research, history and statistics
P199829/33

(D Inthis sedion —
"reseach purposes' includes gatisticd or historicd purposes,

"the relevant conditions’, in relation to any processng of persona
data, means the mnditions —

@ that the data ae not processd to support measures or dedsions
with resped to particular individuals, and

(b that the data ae not processed in such a way that substantial
damage or substantial distressis, or is likely to be, caused to
any data subjed.

(2 For the purposes of the sewmnd data protedion principle
(purpose for which data ae obtained and processd), the further processng of
persona data only for reseach purposes in compliance with the relevant
conditions is not to be regarded as incompatible with the purposes for which
they were obtained.

3 Personal data which are processed only for research purposesin
compliance with the relevant conditions may, notwithstanding the fifth data
protedion principle (time for kegping data), be kept indefinitely.

4 Personal data which are processed only for reseach purposes
are exempt from sedion 5 if —

@ they are processed in compliance with the relevant conditions,
and

(b the results of the reseach or any resulting statistics are not
made available in a form which identifies data subjeds or any
of them.
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(5) For the purposes of subsedions (2) to (4) persona data are not
to be treaed as processed otherwise than for reseach purposes merely becaise
the data ae disclosed —

@ to any person, for reseach purposes only,
(b to the data subjed or a person ading on hs behalf,

(o) a the request, or with the cnsent, of the data subjed or a
person ading on his behalf, or

(d) in circumstances in which the person making the disclosure has
reasonable grounds for believing that the disclosure falls within

paragraph (a), (b) or (c).

30. Information available to the public by or under statutory provision
P199829/34

Personal data ae exempt from —
(@ the subjed information provisions,

(b the fourth data protedion principle (acaracy of data) and
sedion 12(1) to (3), and

(o) the non-disclosure provisions,

if the data consist of information which the data @ntroller is obliged by or
under any statutory provison to make available to the public, whether by
publishing it, by making it available for inspedion, or otherwise and whether
gratuitously or on payment of afee

31. Disclosuresrequired by law or made in connection with legal
proceedings etc.

P199829/35

(@) Personal data ae exempt from the non-disclosure provisions
where the disclosure is required by or under any statutory provision, by any
rule of law or by the order of a court.

(2 Personal data ae exempt from the non-disclosure provisions
where the disclosure is necessary —

@ for the purpose of, or in connedion with, any legal proceealings
(including prospedive lega procealings), or

(b for the purpose of obtaining legal advice,

or is otherwise necessry for the purposes of establishing, exercisng or
defending legal rights.
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32.  Tynwald privilege
P19982935A, P200036/6/2

Personal data ae exempt from [J

(@ the first data protedion principle, except to the extent to which
it requires compliance with the @nditionsin Schedules 2 and 3,

(b the seaond, third, fourth and fifth data protedion principles,
(o) sedion 5, and
(d) sedions 8 and 12(1) to (3),

if the exemption is required for the purpose of avoiding an infringement of the
privileges of Tynwald, the Council or the Keys.

33.  Domestic purposes
P19982936

Personal data processed by an individual only for the purposes of that
individual's persona, family or household affairs (including reaediona
purposes) are exempt from the data protedion principles and the provisions of
Parts2 and 3.

34.  Miscellaneous exemptions
P199829/37

Schedule 7 (which confers further miscdlaneous exemptions) has
effed.

35. Powersto make further exemptions by order
P199829/38

(@) The Council of Ministers may by order exempt from the subjea
information provisions personal data consisting of information the disclosure
of which is prohibited or restricted by or under any statutory provision if and
to the extent that it considers it necessary for the safeguarding of the interests
of the data subjed or the rights and freedoms of any other individual that the
prohibition or restriction ought to prevail over those provisions.

(2 The Council of Ministers may by order exempt from the non-
disclosure provisions any disclosures of persona data made in circumstances
spedfied in the order, if it consders the exemption is necessary for the
safeguarding of the interests of the data subjed or the rights and freedoms of
any other individual.
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PART 5
ENFORCEMENT
36.  Enforcement notices
P199829/40

(@) If the Supervisor is stisfied that a data ontroller has
contravened or is contravening any of the data protedion principles, the
Supervisor may serve him with a notice (an "enforcement notice') requiring
him, for complying with the principle or principles in question, to do either or
both of the following —

@ to take within such time a may be spedfied in the notice, or to
refrain from taking after such time a& may be so speafied, such
steps as are so spedfied, or

(b to refrain from processng any persona data, or any persona
data of a description spedfied in the notice or to refrain from
processng them for a purpose so spedfied or in a manner so
speafied, after such time a may be so spedfied.

(2 In deading whether to serve an enforcement notice the
Supervisor shall consder whether the contravention has caused or is likely to
cause awy person damage or distress

3 An enforcement notice in resped of a @ntravention of the
fourth data protedion principle (acaracy of data) which requires the data
controller to redify, block, erase or destroy any inacarate data may also
require the data wntroller to redify, block, erase or destroy any other data
held by him and containing an expresson of opinion which appeas to the
Supervisor to be based on the inacarate data.

4 An enforcement notice in resped of a @ntravention of the
fourth data protedion principle, in the cae of data which acarately record
information recaeved or obtained by the data cntroller from the data subjea
or athird party, may require the data controller either —

@ to redify, block, erase or destroy any inacairate data and any
other data held by him and containing an expresson of opinion
as mentioned in subsedion (3), or

(b to take such steps as are spedfied in the notice for seauring
compliance with the requirements gedfied in paragraph 15 of
Schedule 1 and, if the Supervisor thinks fit, for supgementing
the data with such statement of the true fads relating to the
matters dedt with by the data & the Supervisor may approve.

(5) Where —

@ an enforcement notice requires the data cntroller to redify,
block, erase or destroy any personal data, or
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(b the Supervisor is stisfied that personal data which have been
redified, blocked, erased or destroyed had been processed in
contravention of any of the data protedion principles,

an enforcement notice may, if reasonably pradiceble, require the data
controller to notify third parties to whom the data have been disclosed of the
redificaion, blocking, erasure or destruction; and in determining whether it is
reasonably pradicable to require such notification regard shall be had, in
particular, to the number of persons who would have to be notified.

(6) An enforcement notice must contain —

@ a statement of the data protedion principle or principles which
the Supervisor is stisfied have been or are being contravened
and his reasons for reading that conclusion, and

(b particulars of the rights of apped conferred by sedion 44.

@) Subjed to subsedion (8), an enforcement notice must not
require any of the provisions of the notice to be cmplied with before the end
of the period within which an apped can be brought against the notice and, if
such an apped is brought, the notice need not be complied with pending the
determination or withdrawal of the gped.

(8) If by reason of spedal circumstances the Supervisor considers
that an enforcement notice should be complied with as a matter of urgency he
may include in the notice astatement to that effed and a statement of his
reasons for reading that conclusion; and in that event subsedion (7) shall not
apply but the notice must not require the provisons of the notice to be
complied with before the end of the period of 7 days beginning with the day
on which the noticeis srved.

(9 Notification regulations (as defined in sedion 13(2)) may make
provision as to the dfed of the service of an enforcement notice on any entry
in the register maintained under sedion 16 which relates to the person on
whom the noticeis srved.

(10) This ®dion haseffed subjed to sedion 42(1).

37. Cancdllation of enforcement notice
P199829/41

(@) If the Supervisor considers that al or any of the provisons of
an enforcement notice need not be mplied with in order to ensure
compliance with the data protedion principle or principles to which it relates,
he may cancd or vary the notice by written notice to the person on whom it
was srved.

(2 A person on whom an enforcement notice has been served may,
a any time dter the epiry of the period duing which an apped can be
brought against that notice, apply in writing to the Supervisor for the
cancdlation or variation of that notice on the ground that, by reason of a
change of circumstances, all or any of the provisions of that notice nead not be
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complied with in order to ensure cmpliance with the data protedion principle
or principles to which that noticerelates.

38. Request for assessment
P199829/42

(@) A request may be made to the Supervisor by or on behaf of
any person who is, or believes himself to be, diredly affeded by any
processng of personal data for an assessnent as to whether it is likely or
unlikely that the processng has been or is being caried out in compliance
with the provisions of this Act.

(2 On recaving a request under this sdion, the Supervisor shall
make a1 asessment in such manner as appeas to him to be agpropriate,
unless he has not been supgied with such information as he may reasonably
require in order to —

@ satisfy himself as to the identity of the person making the
request, and

(b enable him to identify the processng in question.

3 The matters to which the Supervisor may have regard in
determining in what manner it is appropriate to make an assessnent include —

@ the extent to which the request appeas to him to raise amatter
of substance,

(b any undue delay in making the request, and

(o) whether or not the person making the request is entitled to
make an applicaion under sedion 5 in resped of the persond
datain question.

4 Where the Supervisor has recaeved a request under this sdion
he shall notify the person who made the request —

@ whether he has made an assesgnent as a result of the request,
and

(b to the etent that he wnsiders appropriate, having regard in
particular to any exemption from sedion 5 applying in relation
to the persona data concerned, of any view formed or adion
taken as aresult of the request.

39. Information notices

P19982943

(@) If the Supervisor —

@ has recaved a request under sedion 38 in resped of any
processng of personal data, or

34



Data Protection Act 2002

(b reasonably requires any information for the purpose of
determining whether the data cntroller has complied or is
complying with the data protedion principles,

he may serve the data ntroller with a notice (an "information notice")
requiring the data controller, within such time & is gedfied in the notice to
furnish the Supervisor, in such form as may be so spedfied, with such
information relating to the request or to compliance with the principles asis ©
spedfied.

(2 An information notice must contain —

@ in a cae falling within subsedion (1)(a), a statement that the
Supervisor has recaved a request under sedion 38 in relation to
the spedfied processng, or

(b in a cae falling within subsedion (1)(b), a statement that the
Supervisor regards the spedfied information as relevant for the
purpose of determining whether the data @ntroller has
complied, or is complying, with the data protedion principles
and hisreasons for regarding it as relevant for that purpose.

3 An information notice must aso contain particulars of the
rights of apped conferred by sedion 44.

4 Subjeda to subsedion (5), the time spedfied in an information
notice shall not expire before the end of the period within which an apped can
be brought against the notice and, if such an apped is brought, the information
need not be furnished pending the determination or withdrawal of the gped.

(5) If by reason of spedal circumstances the Supervisor considers
that the information is required as a matter of urgency, he may include in the
notice astatement to that effed and a statement of his reasons for reading that
conclusion; and in that event subsedion (4) shall not apply, but the notice shall
not require the information to be furnished before the end of the period of 7
days beginning with the day on which the noticeis srved.

(6) A person shal not be required by virtue of this s®dion to
furnish the Supervisor with any information in resped of —

@ any communicaion between an advocae and his client in
connedion with the giving of legal advice to the dient with
resped to his obligations, liabilities or rights under this Act, or

(b any communicaion between an advocae and his client, or
between an advocate or his client and any other person, made in
connedion with or in contemplation of proceealings under or
arisng out of this Act (including procealings before the
Tribunal) and for the purposes of such procealings.

@) In subsedion (6) references to the dient of an advocae include
references to any person representing such a dient.

(8) A person shal not be required by virtue of this s®dion to
furnish the Supervisor with any information if the furnishing of that
information would, by reveding evidence of the commisson of any offence
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other than an offence under this Act, expose him to procealings for that

offence

(9)

The Supervisor may cancd an information notice by written

noticeto the person on whom it was served.

(10

This dion has effed subjed to sedion 42(3).

40.  Special information notices

P199829/44

(1)
(@

(b)

If the Supervisor —

has recaved a request under sedion 38 in resped of any
processng of personal data, or

has reasonable grounds for suspeding that, in a cae in which
procealings have been stayed under section 28, the persond
datato which the proceealings relate —

() are not being processed only for the speaal purposes, or

(i) are not being processed with a view to the publicaion
by any person of any journdistic, literary or artistic
material which has not previously been published by the
data ontroller,

he may serve the data controller with a notice (a "spedal information notice")
requiring the data controller, within such time & is gedfied in the notice to
furnish the Supervisor, in such form as may be so spedfied, with such
information asis 9 spedfied for the purpose spedfied in subsedion (2).

)
(@

(b)

©)
(@

(b)

(4)

That purpose is the purpose of ascertaining —
whether the personal data ae being processed only for the
speaal purposes, or

whether they are being processed with a view to the publicaion
by any person of any journaistic, literary or artistic material
which has not previously been published by the data wntroller.

A speda information notice must contain —

in a cae falling within subsedion (1)(a), a statement that the
Supervisor has recaved a request under sedion 38 in relation to
the spedfied processng, or

in a cae faling within subsedion (1)(b), a statement of the
Supervisor's grounds for suspeding that the personal data ae
not being processed as mentioned in subsedion (1)(b).

A spedad information notice must also contain particulars of

the rights of apped conferred by sedion 44.

©)

Subjea to subsedion (6), the time spedfied in a speda

information notice shall not expire before the end of the period within which
an apped can be brought against the notice and, if such an apped is brought,
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the information need not be furnished pending the determination or
withdrawal of the gped.

(6) If by reason of spedal circumstances the Supervisor considers
that the information is required as a matter of urgency, he may include in the
notice astatement to that effed and a statement of his reasons for reading that
conclusion; and in that event subsedion (5) shall not apply, but the notice shall
not require the information to be furnished before the end of the period of 7
days beginning with the day on which the noticeis srved.

@) A person shal not be required by virtue of this sdion to
furnish the Supervisor with any information in resped of —

(@ any communicaion between an advocae and his client in
connedion with the giving of legal advice to the dient with
resped to his obligations, liabilities or rights under this Act, or

(b any communicaion between an advocae and his client, or
between an advocate or his client and any other person, made in
connedion with or in contemplation of proceealings under or
arisng out of this Act (including procealings before the
Tribunal) and for the purposes of such procealings.

(8) In subsedion (7) references to the dient of an advocae include
references to any person representing such a dient.

(9 A person shal not be required by virtue of this s®dion to
furnish the Supervisor with any information if the furnishing of that
information would, by reveding evidence of the commisson of any offence
other than an offence under this Act, expose him to procealings for that
offence

(100 The Supervisor may cancd a speda information notice by
written noticeto the person on whom it was srved.

41.  Determination by Supervisor asto the special purposes
P19982945

(@) Where & any time it appeas to the Supervisor (whether as a
result of the service of a speda information notice or otherwise) that any
personal data—

@ are not being processed only for the speaal purposes, or

(b are not being procesed with a view to the publication by any
person of any journaistic, literary or artistic material which hes
not previously been published by the data controller,

he may make adetermination in writing to that effed.

(2 Notice of the determination shal be given to the data
controller; and the notice must contain particulars of the right of apped
conferred by sedion 44.
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3 A determination under subsedion (1) shall not take dfed until
the end of the period within which an apped can be brought and, where an
apped is brought, shal not take dfed pending the determination or
withdrawal of the gped.

42.  Redtriction on enforcement in case of processing for the special
purposes

P19982946

(@) The Supervisor may not at any time serve an enforcement
notice on a data cntroller with resped to the processng of personal data for
the spedal purposes unless—

(@ a determination under sedion 41(1) with resped to those data
has taken effed, and

(b the High Court has granted leave for the noticeto be served.

(2 The High Court shal not grant leare for the purposes of
subsedion (1)(b) unlessit is stisfied —

@ that the Supervisor has reason to susped a @ntravention of the
data protedion principles which is of substantia public
importance, and

(b except where the cae is one of urgency, that the data controller
has been given notice, in acordance with rules of court, of the
application for leave.

3 The Supervisor may not serve an information notice on a data
controller with resped to the processng of personal data for the spedal
purposes unlessa determination under sedion 41(1) with resped to those data
has taken effed.

43.  Failureto comply with notice
P1998/2947
(@) A person who fails to comply with an enforcement notice an

information notice or a spedal information noticeis guilty of an offence

(2 A person who, in purported compliance with an information
notice or a spedal information notice—

@ makes a statement which he knows to be fase in a materia
resped, or

(b reklesdy makes a statement which is fase in a materid
resped,
is guilty of an offence
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3 It is a defence for a person charged with an offence under
subsedion (1) to prove that he exercised al due diligence to comply with the
noticein question.

44.  Rightsof appeal
P19982948

(@) A person on whom an enforcement notice, an information
notice or a speda information notice has been served may apped to the
Tribunal against the notice

(2 A person on whom an enforcement notice has been served may
apped to the Tribunal against the refusal of an applicaion under sedion 37(2)
for cancdlation or variation of the notice

3 Where an enforcement notice an information notice or a
speaa information motice ontains a statement by the Supervisor in
acmrdance with sedion 36(8), 39(5) or 40(6) then, whether or not the person

appeds against the notice, he may apped against —

@ the Supervisor's dedsion to include the statement in the notice,
or

(b the dfed of the inclusion of the statement as respeds any part
of the notice

4 A data controller in resped of whom a determination hes been
made under sedion 41 may apped to the Tribuna against the determination.

(5) Schedule 6 has effed in relation to appeds under this edion
and the procealings of the Tribunal in resped of any such apped.

45.  Determination of appeals
P19982949

(D If on an apped under sedion 44(1) the Tribunal considers —

@ that the notice ajainst which the gped is brought is not in
acordance with the law, or

(b to the extent that the notice involved an exercise of discretion
by the Supervisor, that he ought to have exercised his discretion
differently,

the Tribunal shall alow the gped or substitute such other notice or dedsion
as could have been served or made by the Supervisor; and in any other case
the Tribunal shall dismissthe gped.

(2 On such an apped, the Tribunal may review any determination
of fad on which the notice in question was based.
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3 If on an apped under sedion 44(2) the Tribunal considers that
the enforcement notice ought to be cancdled or varied by reason of a cdhange
in circumstances, the Tribunal shall cancd or vary the notice

4 On an apped under sedion 44(3) the Tribunal may dired —

@ that the notice in question shal have dfed as if it did not
contain any such statement asis mentioned in sedion 44(3), or

(b that the incluson of the statement shal not have dfed in
relation to any part of the notice,

and may make such modificaions in the notice @ may be required for giving
effed to the diredion.

(5) On an apped under sedion 44(4), the Tribunal may cancd the
determination of the Supervisor.

(6) Any party to an apped to the Tribunal under sedion 44 may
apped from the dedsion of the Tribunal on a point of law to the High Court.

46.  Powersof entry and inspection
P19982950

Schedule 8 (powers of entry and inspedion) has effed.

PART 6
MISCELLANEOUS AND GENERAL
Functions of Supervisor
47.  General duties of Supervisor
P199829/51

(D It is the duty of the Supervisor to promote the following of
good pradice by data mntrollers and, in particular, so to perform his functions
under this Act as to promote the observance of the requirements of this Act by
data ontrollers.

(2 The Supervisor shall arrange for the dissmination in such form
and manner as he cnsiders appropriate of such information as it may appea
to him expedient to give to the public aout the operation of this Act, about
good pradice and about other matters within the scope of his functions under
this Act, and may give alviceto any person asto any of those matters.

3 Where —
@ the Council of Ministers  direds, or
(b the Supervisor considersit appropriate to do so,

the Supervisor shall, after such consultation with trade asciations, data
subjeds or persons representing data subjeds as appeas to him to be
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appropriate, prepare and dseminate to such persons as he @nsiders
appropriate cdes of pradicefor guidance ato good pradice

4 The Supervisor shall aso —

@ where he cnsiders it appropriate to do so, encourage trade
asciations to prepare, and to diseminate to their members,
such codes of pradice and

(b where any trade asociation submits a cde of pradice to him
for his consideration, consder the @de and, after such
consultation with data subjeds or persons representing deata
subjeds as appeas to him to be gpropriate, notify the trade
asciation whether in hs opinion the @de promotes the
following of good pradice

(5) A diredion under subsedion (3)(a) shall describe the persona
data or processng to which the ade of pradice is to relate, and may also
describe the persons or classes of personsto whom it isto relate.

(6) The Supervisor shall arrange for the dissmination in such form
and manner as he cnsiders appropriate of such other information as it may
appea to him to be epedient to give to data cntrollers in relation to any
persona data dout the protedion of the rights and freedoms of data subjeds
in relation to the processng of persona data in countries and territories
outside the Island.

@) The Supervisor may, with the consent of the data controller,
asess any processng of persona data for the following of good pradice ad
shall inform the data cntroller of the results of the assesament.

(8) The Supervisor may charge such sums as he may with the
consent of the Treasury determine for any services provided by him by virtue
of this Part.

(9 Inthis sedion —

"good pradice’ means such pradicein the processng of personal data
as appeas to the Supervisor to be desrable having regard to the
interests of data subjeds and others, and includes (but is not limited to)
compliance with the requirements of this Act;

"trade asociation” includes any body representing data wntrollers.

48. Reportsand codes of practiceto belaid before Tynwald
P199829/52

(@) The Supervisor shal lay annually before Tynwald a genera
report on the exercise of his functions under this Act.

(2 The Supervisor may from time to time lay before Tynwald such
other reports with resped to those functions as he thinks fit.
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3 The Supervisor shall lay before Tynwald any code of pradice
prepared under sedion 47(3), unless the wde is included in any report laid
under subsedion (1) or (2).

49, International co-operation
P199829/54
(@) The Supervisor shall continue to be the designated authority in

the Iland for the purposes of Article 13 of the Convention.

(2 The Council of Ministers may by order make provision as to
the functions to be discharged by the Supervisor as the designated authority in
the Iland for the purposes of Article 13 of the Convention.

3 The Council of Ministers may by order make provision as to
co-operation by the Supervisor with supervisory authorities in countries and
territories outside the Idand in connedion with the performance of their data
protedion functions and, in particular, asto —

@ the exchange of information with such authorities, and

(b the eercise within the Idand at the request of such an
authority, in cases excluded by sedion 3 from the gplicaion
of the other provisons of this Act, of functions of the
Supervisor spedfied in the order.

4 The Supervisor shal aso cary out any data protedion
functions which the Council of Ministers may by order dired him to cary out
for the purpose of giving effed to any internationa obligations of the United
Kingdom which extend to the Idland.

(8) In this sdion "data protedion functions’ means functions
relating to the protedion of individuals with resped to the processng of
personal information.

Unlawful obtaining etc. of personal data
50.  Unlawful obtaining etc. of personal data
P199829/55
(@) A person shall not knowingly or redlesdy, without the cnsent

of the data controller —

@ obtain or disclose personal data or the information contained in
personal data, or

(b procure the disclosure to another person of the information
contained in personal data.

(2 Subsedion (1) does not apply to a person who shows —
@ that the obtaining, disclosing or procuring —
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() was hecessary for the purpose of preventing or deteding
crime, or

(i) was required or authorised by or under any statutory
provision, by any rule of law or by the order of a wurt,

(b that he aded in the reasonable belief that he had in law the right
to abtain or disclose the data or information or, as the cae may
be, to procure the disclosure of the information to the other
person,

(o) that he aded in the reasonable belief that he would have had the
consent of the data controller if the data controller had known
of the obtaining, disclosing or procuring and the drcumstances
of it, or

(d) that in the particular circumstances the obtaining, disclosing or
procuring was justified as being in the public interest.

3 A person who contravenes sibsedion (1) is guilty of an
offence

4 A person who sells personal data is guilty of an offence if he
has obtained the data in contravention of subsedion (1).

(5) A person who offers to sell personal datais guilty of an offence
if —
@ he has obtained the data in contravention of subsedion (1), or

(b he subsequently obtains the data in contravention of that
subsedion.

(6) For the purposes of subsedion (5), an advertisement indicaing
that personal data ae or may be for sale is an offer to sell the data.

(7 Sedion 1(2) does not apply for the purposes of this sdion; and
for the purposes of subsedions (4) to (6), "persona data' includes information
extraded from personal data.

(8) References in this sdion to persona data do not include
references to personal data which by virtue of sedion 24 are exempt from this
sedion.

Records obtained uncer data subjed’s right of access

51.  Prohibition of requirement asto production of certain records
P19982956

(@) A person must not, in connedion with —
@ the reauitment of another person as an employee
(b the continued employment of another person, or

(o) any contrad for the provison of services to him by another
person,
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require that other person or athird party to supdy him with a relevant record
or to produce arelevant record to him.

(2)

A person concerned with the provision (for payment or not) of

goods, fadlities or services to the public or a sedion of the public must not, as
a ondition of providing or offering to provide aty goods, fadlities or services
to another person, require that other person or athird party to supdy him with
arelevant record or to produce arelevant record to him.

©)
(@

(b)
(4)
offence

®)
(@

(b)

Subsedions (1) and (2) do not apply to a person who shows —

that the impostion of the requirement was required or
authorised by or under any statutory provision, by any rule of
law or by the order of a court, or

that in the particular circumstances the imposition of the
requirement was justified as being in the public interest.

A person who contravenes subsedion (1) or (2) is guilty of an

Inthis sdion "arelevant record" means any record which —

has been or is to be obtained by a data subjed from any data
controller spedfied in the first column of the table below in the
exercise of theright conferred by sedion 5, and

contains information relating to any matter spedfied in relation
to that data controller in the second column,

and includes a @mpy of such arecoord or a part of such areoord.

Data controller Subject matter
The Chief Constable (a) Conwictiors.
(b) Cautionrs.
The Department of Home (a) Connictiors.
Affairs (b) Cautiors.

(c) Its functions under the Custody Act
1995' in relation to any personin
custody.

The Department of Healthand ~ Its functions under the Social Security
Social Security Cortributions and Benefits Act 1992,

(6)

the Social Security Administration Act
1992 or the Jobseekers Act 1995 (Acts
of Parliament), as they have dfect in the
Islandf

In the table in subsedion (5) —

41995¢.1
®1992c.4
©1992c.5
71995¢.18

8 3D 50594, 506/94, 8/96
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"caution" means a caition given to any person in the Island in resped
of an offencewhich, at the time when the caition is given, is admitted,;

"conviction” has the same meaning as in the Rehabilitation of
Offenders Act 2002

@) The Council of Ministers may by order amend —
@ the table in subseaion (5), and
(b subsedion (6).

(8) For the purposes of this sedion arecord which states that a data
controller is not processng any persona data relating to a particular matter
shall be taken to be areaord containing information relating to that matter.

(9 Inthis sedion "employeé' means an individual who —

(@ works under a mntrad of employment, as defined by sedion
88 of the Employment Act 1991°, or

(b holds any office,

whether or not he is entitled to remuneration; and "employment” shal be
construed acardingly.

52.  Avoidance of certain contractual termsrelating to health records
P199829/57
(D Any term or condition of a cntrad is void in so far as it

purportsto require an individual —

@ to supfdy any other person with a record to which this sdion
applies, or with a wpy of such a record or a part of such a
record, or

(b to produceto any other person such arecord, copy or part.
(2 This dion appliesto any record which —

@ has been or is to be obtained by a data subjed in the exercise of
the right conferred by sedion 5, and

(b congists of the information contained in any hedth record.

Information provided to Supervisor or Tribunal
53.  Disclosure of information
P199829/58

No statutory provison or rule of law prohibiting or restricting the
disclosure of information shall predude a person from furnishing the

®2001c.6
101991c.19
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Supervisor or the Tribunal with any information recessary for the discharge of
their functions under this Act.

54.  Confidentiality of information
P199829/59

(@) No person who is or has been the Supervisor, a member of the
Supervisor's gaff or an agent of the Supervisor shall disclose aly information
which —

@ has been obtained by, or furnished to, the Supervisor under or
for the purposes of this Act,

(b relates to an identified or identifiable individual or business
and

(o) is not at the time of the disclosure, and has not previoudy been,
available to the public from other sources,

unlessthe disclosure is made with lawful authority.

(2 For the purposes of subsedion (1) a disclosure of information is
made with lawful authority only if, and to the extent that —

@ the disclosure is made with the nsent of the individual or of
the person for the time being carrying on the business

(b the information was provided for the purpose of its being made
avallable to the public (in whatever manner) under any
provision of this Act,

(o) the disclosure is made for the purposes of, and is necessary for,
the discharge of any functions under this Act,

(d) the disclosure is made for the purposes of any procealings,
whether criminal or civil and whether arising under, or by
virtue of, this Act or otherwise, or

(e having regard to the rights and freedoms or legitimate interests
of any person, the disclosure is necessary in the public interest.

3 Any person who knowingly or redlesdy discloses information
in contravention of subsedion (1) is guilty of an offence

General provisions relating to offences
55.  Prosecutions and penalties

P19982960

(@) No procealings for an offence under this Act shall be instituted
except by the Supervisor or by or with the amnsent of the Attorney General.

(2 A person guilty of an offence under any provision of this Act
other than paragraph 12 of Schedule 8 isliable —
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@ on summary conviction, to afine not excealing £5000, or
(b on conviction on information, to afine.

3 A person guilty of an offence under paragraph 12 of Schedule 8
is liable on summary conviction to a fine not excealing £5000.

4 Subjed to subsedion (5), the wurt by or before which a person
Is convicted of —

(@ an offence under sedion 18(1), 19(6), 50 or 51,

(b an offence under sedion 18(2) relating to processng which is
asessable processng for the purposes of sedion 19, or

(o) an offence under sedion 43(1) relating to an enforcement
notice,

may order any document or other material used in connedion with the
processng of personal data and appeaing to the murt to be mnneded with
the commisgon of the offenceto be forfeited, destroyed or erased.

(5) The oourt shal not make an order under subsedion (4) in
relation to any material where aperson (other than the offender) claiming to
be the owner of or otherwise interested in the material applies to be head by
the wurt, unlessan opportunity is given to him to show cause why the order
should not be made.

56.  Liability of directorsetc.
P19982961

(D Where an offence under this Act has been committed by a body
corporate and is proved to have been committed with the cnsent or
connivance of or to be atributable to any negled on the part of any diredor,
manager, seaetary or smilar officer of the body corporate or any person who
was purporting to ad in any such capadty, he a well as the body corporate
shal be guilty of that offence ad be liable to be proceaded against and
punished acordingly.

(2 Where the dfairs of a body corporate ae managed by its
members subsedion (1) shall apply in relation to the ads and defaults of a
member in connedion with hs functions of management as if he were a
diredor of the body corporate.

Supply and inspection of copies of public registers

57. Registersof electorsetc.

The Jury Act 1980* and the Registration of Eledors Act 1984 are
amended in ac@rdance with Schedule 9.

111980c.9
121984c.3
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General
58.  Application to Government

19863137

(@) Except as provided in subsedion (2), a Department, a Statutory
Board and an office of the Government shall be subjed to the same
obligations and liabilities under this Act as a private person; and for the
purposes of this Act —

@ a avil servant ading under the diredion of any Department or
Statutory Board shal be treaded as an employee of that
Department or Board,;

(b any other civil servant shall be treaed as an employee of the
Treasury.

(2 For the purposes of this Act a member of the Ide of Man
Congtabulary shall be treaed as an employeeof the Chief Constable.

59.  Application to Tynwald
P19982963A, P200036/6/3

(@) Subjea to the following provisions of this sedion and to
sedion 32, this Act applies to the processng of personal data by or on behalf
of Tynwald, the Council or the Keys as it applies to the processng of personal
data by other persons.

(2 Where the purposes for which and the manner in which any
persona data ae, or are to be, processd are determined by or on behalf of
Tynwald, the Council or the Keys, the data wntroller in resped of those data
for the purposes of this Act shall be the Clerk of Tynwald, the Clerk of the
Council or the Seaetary of the Keys, asthe cae may be.

60.  Service of notices by Supervisor
P19982965
(@) Any notice aithorised or required by this Act to be served on or
given to any person by the Supervisor may —
@ if that person is an individual, be served on hm —
() by delivering it to him, or

(i) by sending it to him by post addresed to him at his
usual or last-known placeof residence or business or

(i) by leaving it for him at that place
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(b if that person is a body corporate or unincorporate, be served on
that body —

() by sending it by post to the proper officer of the body at
its principal office, or

(i) by addressng it to the proper officer of the body and
leaving it at that office

(2 In subsedion (1)(b) "principa office’, in relation to aregistered
company, means its registered office and "proper office™, in relation to any
body, means the seaetary or other exeautive officer charged with the conduct
of its generd affairs.

3 This dion is without prgudice to any other lawful method of
serving or giving anotice

61. Orders, rulesand regulations
P199829/67

(@) Orders, rules and regulations made by the Council of Ministers
or any Department (other than an order under sedion 67(2)) shal not have
effed unlessthey are goproved by Tynwald.

(2 Before making any order or regulations under this Act (other
than an order under sedion 67(2)), the Council of Ministers or the Department
concerned, as the cae may be, shall consult the Supervisor.

62. Interpretation
P19982968-70

(D InthisAct —
"accessble record" means—
@ a hedth record,

(b an educational reaord, or

(o) any record which is kept by an authority spedfied in the
following table and is a record of information of a description
spedfied in that table in relation to that authority —

Authority Accessible information

The Department of Local Information held for any purpose of the relationship

Government and the of landlord and tenant of a dwelli ng which subsists,

Environment has sibsisted or may subsist between the authority
; and any individual who is, has been or, as the ase

A local authority may be, has applied to ke, atenant of the authority

A joint board

The Department of Health Information held for the purpose of any past, current

and Social Seaurity or proposed exercise by the authority with resped to

functions under —
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(@) the National Asdstance (Ide of Man) Act
19513,

(b) the Adoption Act 1984
(c) the Children and Y oung Persons Act 2001*;

"business' includes any trade or professon;
"civil servant” means a member of the Isle of Man Civil Service
"college" has the same meaning as in the Education Act 2001*%;

"the Convention” means the Convention for the Protedion of
Individuals with regard to Automatic Processng of Persona Data
which was opened for signature on 28th January 1981-";

"credit reference gency" means a person carying on a business
comprising the furnishing of persons with information relevant to the
financial standing of individuals and colleded by that person for that
purpose;

"the Data Protedion Diredive' means Diredive 9546/EC on the
protedion of individuals with regard to the processng of personal data
and on the freemovement of such data*®

"educational record” means any reaord of information which —

@ relates to any person who is or has been a pupl a a schoal or
college maintained by the Department of Education,

(b IS procesed by or on behaf of that Department or the
governing body of, or ateader at, that school or college, and

(o) originated from or was supgied by or on behalf of any of the
following —

() an employeeof the Department of Education,

(i) in the cae of a maintained school (within the meaning
of the Educaion Act 2001), ateader or other employee
at the schoal,

(i)  the pupil to whom the record relates, and

(iv) a paent (within the meaning of the Educaion Act
2007 of that pugl;

other than information which is processed by a teader solely for the
teader's own useg;

"feesregulations’ has the meaning gven by sedion 13(2);

"hedth profesgonad"” has the same meaning as in the Accessto Hedth
Rewords and Reports Act 1993°;

BXVII p.1008
141984c.14

152001c.20

18 2001c.

17Cm 1329

180JL281, 231195, p.31
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"hedth record" means any record which —

(@ consists of information relating to the physicd or mental health
or condition of an individual, and

(b has been made by or on behalf of a hedth professona in
connedion with the cae of that individual;

"notificaion regulations’ has the meaning gven by sedion 13(2);

"public register" means any register which pursuant to a requirement
imposed —

@ by or under any statutory provision, or
(b in pursuance of any international agreament,

IS open to public inspedion or open to inspedion by any person having
alegitimate interest;

"pugl”, in relation to a school, means a registered pupl within the
meaning of the Educaion Act 2001,

"redpient”, in relation to any persona data, means any person to
whom the data ae disclosed, including any person (such as an
employee or agent of the data ntroller, a data procesor or an
employee or agent of a data processor) to whom they are disclosed in
the wmurse of processng the data for the data wntroller, but does not
include any person to whom disclosure is or may be made & a result
of, or with a view to, a particular inquiry by or on behalf of that person
made in the exercise of any power conferred by law;

"registered company" means a mpany registered under the
Companies Act 193,

"schodl" has the same meaning asin the Educaion Act 2001,
"statutory provision" includes a statutory provision made dter this Act;
"the Supervisor" means the Ide of Man Data Protedion Supervisor;
"third perty", in relation to personal data, means any person other than

@ the data subjed,
(b the data controller, or

(o) any data procesor or other person authorised to process data
for the data wntroller or processor;

"the Tribuna" meansthe Ide of Man Data Protedion Tribunal.
(2 For the purposes of this Act data ae inacarate if they are

incorred or misleading as to any matter of fad.

3 In construing any provison of this Act any court or tribunal

shall have regard to any provision of the Convention or of the Data Protedion
Diredive which appeasto the aurt or tribunal to be relevant.

191993¢.10
20Xl p.235
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63. Index of defined expressions

P199829/71

The following table shows provisions defining or otherwise eplaining
expressons used in this Act (other than provisions defining or explaining an

expresson only used in the same sedion or Schedule) —

accessblerecord sedion 62(1)
address(in Part 3) sedion 13(3)
business sedion 62(1)
civil servant sedion 62(1)
college sedion 62(1)
the Convention sedion 62(1)
credit reference agency sedion 62(1)
data sedion 1(1)
data controller sedions 1(1) and (4)
data processor sedion 1(1)
the Data Protedion Diredive sedion 62(1)
data protedion principles sedion 2 and Schedule 1
data subjeda sedion 1(1)
disclosing (of personal data) sedion 1(2)(b)
enforcement notice sedion 36(1)
feesregulations (in Part 3) sedion 13(2)
hedth professonal sedion 62(1)
inacarate (in relation to data) sedion 62(1)
information notice sedion 39(1)
the non-disclosure provisions (in Part  sedion 23(3)
4)

notificatlion regulations (in Part 3) sedion 13(2)
obtaining (of personal data) sedion 1(2)(a)
persona data sedion 1(1)
prescribed (in Part 3) sedion 13(2)
processng (of information or data) sedion 1(1)
public register sedion 62(1)
publish (in relation to journalistic, sedion 28(6)
literary or artistic material)

pugl (in relation to a schoal) sedion 62(1)
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recipient (in relation to personal data)  section 62(1)
recording (of personal data) section 1(2)(a)
registered company section 62(1)
registrable particulars (in Part 3) section 13(1)
relevant filing system section 1(1)
school section 62(1)
senditive personal data section 1(1)
special information notice section 40(1)
the special purposes section 1(1)
statutory provision section 62(1)
the subject information provisions (in - section 23(2)
Part 4)

the Supervisor section 62(1)
third party (in relation to processing section 62(1)
of persona data)

the Tribunal section 62(1)
using (of personal data) section 1(2)(b)

64. Transtional exemptionsand modifications

P1998/29/39 & 72

(@) Part 1 of Schedule 10 (which confers transitional exemptions)
has effect.

(2 During the period beginning with the commencement of Part 2
and ending on 23rd October 2007, the provisions of this Act shall have effect
subject to the modifications set out in Part 2 of Schedule 10.

65. Transtional provisionsand savings
P1998/29/73.
Schedule 11 (which contains transitional provisions and savings) has
effect.
66. Minor and consequential amendments&c

P1998/29/74

(@) The enactments specified in Schedule 12 are amended in
accordance with that Schedule.
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(2 The enadments gedfied in Schedule 13 are repeded to the
extent spedfied in column 3 of that Schedule.

67. Short title and commencement

(@) This Act may be dted asthe Data Protedion Act 2002
(2 This Act, except the following provisions —

(@ sedion 1,

(b sedions 61to 63,

(o) this edion,

(d) paragraph 18 of Schedule 11, and

(e) so much of any other provison of this Act as confers any
power to make orders, rules or regulations,

shall come into operation on such day or days as the Council of Ministers may
by order appoint.
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Sedion 2(1) & (2).
SCHEDULE 1
THE DATA PROTECTION PRINCIPLES
PART 1
THE PRINCIPLES
Thefirst principle; fair and lawful processing

1 Personal data shall be processed fairly and lawfully and, in particular, shall not be
procesed unless—

@ at least one of the conditionsin Schedule 2 is met, and

(b) in the ase of sensitive personal data, at least one of the anditions in
Schedule 3 is also met.

The second principle: purpose for which data are obtained and processed

2. Personal data shall be oltained only for one or more spedfied and lawful purposes,
and shall not be further processed in any manner incompatible with that purpose or those
purposes.

The third principle: adequacy and relevance of data

3. Personal data shall be adequate, relevant and not excessvein relation to the purpose
or purposes for which they are processd.

The fourth principle: accuracy of data
4, Personal data shall be acaurate and, where necessary, kept up to date.
The fifth principle: time for keeping data

5. Personal data processed for any purpose or purposes shall not be kept for longer than
isnecessary for that purpose or those purposes.

The sixth principle: rights of data subjects

6. Personal data shall be processed in acoordance with the rights of data subjeds under
thisAct.

The seventh principle: measures against misuse and loss of data

7. Appropriate technical and organisational measures <all be taken against
unauthorised or unlawful processng of personal data and against accdental lossor destruction
of, or damage to, personal data.

The eighth principle: transfer of data abroad

8. Personal data shall not be transferred to a country or territory outside the Island
unless that country or territory ensures an adequate level of protedion for the rights and
freedoms of data subjedsin relation to the processng of personal data.

PART 2
INTERPRETATION OF THE PRINCIPLES IN PART 1
Thefirst principle (fair and lawful processing)

9. D In determining for the purposes of the first principle whether personal data
are processd fairly, regard isto be had to the method by which they are oltained, including in
particular whether any person from whom they are oltained is deceved or mided as to the
purpose or purposes for which they areto be processed.

()] Subjed to paragraph 10, for the purposes of the first principle data aeto be
treated as ohtained fairly if they consist of information ohtained from a person who —

@ isauthorised by or under any statutory provision to supgy it, or

(b) is required to supdy it by or under any statutory provision or by any
convention or other instrument imposing an international obli gation on the
United Kingdom and extending to the Iland.
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Subjed to paragraph 11, for the purposes of thefirst principle personal data

are not to be treated as processed fairly unless—

@

(b)

)
@
(b)

©)
@
(b)

(©
(d)

11 (1)

in the ase of data obtained from the data subjea, the data controll er ensures
so far as practicable that the data subjed has, is provided with, or has made
readily avail able to him, the information spedfied in sub-paragraph (3), and

in any other case, the data controller ensures © far as practicable that,
before the relevant time or as on as practicable after that time, the data
subjed has, is provided with, or has made readily available to him, the
information spedfied in sub-paragraph (3).

In sub-paragraph (1)(b) "the relevant time" means —

the time when the data controll er first processes the data, or

in a case where at that time disclosure to a third party within a reasonable
period is envisaged —

0) if the data aein fact disclosed to such a person within that period,
the time when the data ae first disclosed,
(ii) if within that period the data controller beames, or ought to

beame, aware that the data ae unlikely to be disclosed to such a
person within that period, the time when the data controller does
beaome, or ought to become, so aware, or

(iii) in any other case, the end of that period.
The information referred to in sub-paragraph (1) is as foll ows, namely —
the identity of the data controll er,

if he has nominated a representative for the purposes of this Act, theidentity
of that representative,

the purpose or purposes for which the data ae intended to be processed, and

any further information which is necessary, having regard to the spedfic
circumstances in which the data ae or are to ke processd, to enable
processng in resped of the data subjed to befair.

Paragraph 10(1)(b) does not apply where ather of the primary conditionsin

sub-paragraph (2), together with such of the further conditi ons in sub-paragraphs (3) to (7) as
arerelevant, are met.

@)
@

(b)

©)

The primary conditions referred to in sub-paragraph (1) are —
that the provison of that information would involve a disproportionate
effort, or

that the recording of the information to be cntained in the data by, or the
disclosure of the data by, the data contraller is necessary for compliance
with any legal obligation to which the data controller is subjed, other than
an ohli gation imposed by contract.

Where ather of the primary conditi onsin sub-paragraph (2) ismet, afurther

condition isthat set out in sub-paragraph (6).

(4)

Where the primary condition in sub-paragraph (2)(a) is met, a further

condition is that the data controller shall recrd the reasons for his view that that primary
condition is met in resped of the data.

(5)

Where the primary condition in sub-paragraph (2)(b) is met by virtue of the

fact that the recording of the information to ke mntained in the data by, or the disclosure of
the data by, the data controller O

@
(b)

is not a function conferred on him by or under any statutory provision or an
ohligation imposed on him by order of a court, but

is necessary for compliance with any legal ohbligation to which the data
contraller is sibjed, other than an ohli gation imposed by contract,
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afurther condition isthat set out in sub-paragraph (6).

(6) The ondition referred to in sub-paragraphs (3) to (5) is that, in resped of
any particular data subjeq, either O

@ no notice in writing has been receved at any time by the data controll er
from an individual, requiring that data controll er to provide theinformation
set out in paragraph 10(3) before the relevant time (as defined in paragraph
10(2)) or as son as practicable after that time; or

(b) where such naotice in writing has been receved but the data controller does
not have sufficient information about the individual in order readily to
determine whether he is processng personal data éout that individual, the
data contraller shall send to the individual a written notice stating that he
cannot provide the information set out in paragraph 10(3) because of his
inability to make that determination, and explaining the reasons for that
inahility.

@) The requirement in sub-paragraph (6) that notice should be in writing is

satisfied where the text of the notice O

@ istransmitted by eledronic means,

(b) isreceved in legible form, and

(© is capable of being used for subsequent reference

(8 The Council of Ministers may by order amend sub-paragraphs (1) to (7).

12, D Personal data which contain a general identifier falling within a description
prescribed by the Council of Ministers by order are not to ke treated as processed fairly and
lawfully unlessthey are processed in compliancewith any conditions  prescribed in relation
to general identifiers of that description.

()] In sub-paragraph (1) "ageneral identifier" means any identifier (such as, for
example, a number or code used for identification purposes) which —

@ relatesto an individual, and
(b) forms part of a set of similar identifiers which is of general application.
The second principle (purpose for which data are obtained and processed)

13. The purpose or purposes for which personal data ae obtained may in particular be
spedfied —
@ in a notice given for the purposes of paragraph 10 by the data controller to
the data subjed, or
(b) in anetification given to the Supervisor under Part 3 of this Act.
14. In determining whether any disclosure of personal data is compatible with the

purpose or purposes for which the data were oltained, regard is to be had to the purpose or
purposes for which the personal data ae intended to be processed by any person to whom they
are disclosed.

The fourth principle (accuracy of data)

15. The fourth principle is not to be regarded as being contravened by reason of any
inaccuracy in personal data which accurately record information obtained by the data
contraller from the data subjed or athird party in a case where —

@ having regard to the purpose or purposes for which the data were oltained
and further processed, the data controller has taken reasonable steps to
ensure the accuracy of the data, and

(b) if the data subjed has natified the data controller of the data subjed's view
that the data ae inacaurate, the data indicate that fact.

The sixth principle (rights of data subjects)
16. A person isto beregarded as contravening the sixth principleif, but only if —
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@ he montravenes £dion 5 by faili ng to supdy information in accordancewith
that sedion,
(b) he mntravenes ®dion 8 by failing to comply with a notice given under

sedion 8(1) to the extent that the noticeis justified or by failing to give a
noticeunder sedion 8(3),

(© he mntravenes sedion 9 by failing to comply with a notice given under
sedion 9(1), or
(d) he mntravenes edion 10 by failing to comply with a notice given under

sedion 10(1) or (2)(b) or by failing to give a natification under sedion
10(2)(a) or anotice under sedion 10(3).

The seventh principle (measures against misuse and loss of data)

17. Having regard to the state of technological deveopment and the st of
implementing any measures, the measures must ensure aleve of seaurity appropriate to —

@ the harm that might result from such unauthorised or unlawful processng or
acddental loss destruction or damage as are mentioned in the seventh
principle, and

(b) the nature of the data to ke proteded.

18. The data controller must take reasonable steps to ensure the rdiability of any
employees of his who have accessto the personal data.

19. Where processng of personal data is carried out by a data processor on behalf of a
data contrall er, the data controll er must in order to comply with the seventh principle —

@ choose a data processor providing sufficient guarantees in resped of the
technical and organisational seaurity measures governing the processng to
be arried out, and

(b) take reasonabl e steps to ensure cmpli ancewith those measures.

20. Where processng of personal data is carried out by a data processor on behalf of a
data controller, the data controller is not to be regarded as complying with the seventh
principle unless—

@ the processng is carried out under a contract —
0) which is made or evidenced in writing, and
(ii) under which the data processor is to act only on instructions from

the data controll er, and

(b) the ntract requires the data procesoor to comply with obligations
equivalent to those imposed on a data controll er by the seventh principle.

The eighth principle (transfer of data abroad)

21. An adequate levd of protedion is one which is adequate in all the drcumstances of
the @se, having regard in particular to —

@ the nature of the personal data,
(b) the @untry or territory of origin of the information contained in the data,
(© the @untry or territory of final destination of that information,

(d) the purposes for which and period during which the data ae intended to be
processd,

(e thelaw in forcein the cuntry or territory in question,
® theinternational obli gations of that country or territory,

(9 any relevant codes of conduct or other rules which are enforceable in that
country or territory (whether generally or by arrangement in particular
cases), and

(h) any seaurity measures taken in resped of the data in that country or
territory.
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22, The eighth principle does not apply to a transfer falling within any paragraph of
Schedule 4, except in such circumstances and to such extent as the Council of Ministers may
by order provide.

23. D Where in any proceedings under this Act any question arises as to whether
the requirement of the eighth principle as to an adequate level of protection ismet in relation
to the transfer of any personal data to a country or territory within the European Economic
Area, it shall be conclusively presumed that that requirement ismet in relation to that transfer.

()] Where O

@ in any proceedings under this Act any question arises as to whether the
requirement of the eighth principle as to an adequate level of protection is
met in relation to the transfer of any personal data to a country or territory
outside the European Economic Area, and

(b) a Community finding has been made in relation to transfers of the kind in

question,
that question isto be determined in accordance with that finding.
3 In sub-paragraph (2) "Community finding" means afinding of the European

Commission, under the procedure provided for in Article 31(2) of the Data Protection
Directive, that a country or territory outside the European Economic Area does, or does nat,
ensure an adequate level of protection within the meaning of Article 25(2) of the Directive.
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SCHEDULE 2

CONDITIONS RELEVANT FOR PURPOSES OF THE FIRST PRINCIPLE: PROCESING

OF ANY PERSONAL DATA

The data subjed has given his consent to the processng.

The processng is necessary —

@ for the performance of a contract to which the data subjed is a party, or
(b) for the taking of steps at the request of the data subjed with a view to
entering into a contract.
3. The processing is necessary for compliance with any legal obligation to which the
data contraller is subjed, other than an ohli gation imposed by contract.
4, The processng is necessary in order to proted the vital interests of the data subjed.
5. The processng is necessary —
@ for the administration of justice
(b) for the exercise of any functions of Tynwald, the Council or the Keys;
(© for the eercise of any functions conferred on any person by or under any
statutory provision,
(d) for the exercise of any functions of the Crown, a Department or a Statutory
Board, or
(e for the exercise of any other functions of a public nature exercised in the
public interest by any person.
6. D The processng is necessary for the purposes of legitimate interests pursued

by the data controller or by the third party or parties to whom the data ae disclosed, except
where the processng is unwarranted in any particular case by reason of prejudiceto therights
and freedoms or legitimate interests of the data subjed.

¢

The Council of Ministers may by order spedfy particular circumstancesin

which this condition is, or is not, to be taken to be satisfied.
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Sedion 2(3).
SCHEDULE 3

CONDITIONS RELEVANT FOR PURPOSES OF THE FIRST PRINCIPLE: PROCESSING
OF SEENSITIVE PERSONAL DATA

1 The data subjed has given his explicit consent to the processng of the personal data.

2. D The processng is necessary for the purposes of exercising or performing
any right or obligation which is conferred or imposed by law on the data contraller in
connedion with employment.

()] The Council of Ministers may by order —

@ exclude the application of sub-paragraph (1) in such cases as may be
spedfied, or
(b) provide that, in such cases as may be spedfied, the ndition in sub-

paragraph (1) is not to beregarded as satisfied unless sich further conditi ons
as may be spedfied in the order are also satisfied.

3. The processng is hecessary —
@ in order to proted the vital interests of the data subjed or another person, in
a case where —
0) consent cannot be given by or on behalf of the data subjed, or
(ii) the data controller cannot reasonably be expeded to oltain the
consent of the data subjed, or
(b) in order to proted the vital interests of another person, in a case where
consent by or on behalf of the data subjed has been unreasonably withheld.
4, The processng —
@ is carried out in the curse of its legitimate activities by any body or
association which —
0) is not establi shed or conducted for profit, and
(ii) existsfor politi cal, phil osophical, reli gious or trade-union purposes,
(b) iscarried out with appropriate safeguards for the rights and freedoms of data
subjeds,

(© relates only to individuals who either are members of the body or
asciation or have regular contact with it in connedion with its purposes,

and
(d) does not involve disclosure of the personal data to a third party without the
consent of the data subjed.
5. The information contained in the personal data has been made public as a result of
steps deli berately taken by the data subjed.
6. The processng —
@ is necessary for the purpose of, or in connedion with, any legal proceeadings
(including prospedive legal procealings),
(b) isnecessary for the purpose of obtaining legal advice, or
(© is otherwise necessary for the purposes of establishing, exercising or

defending legal rights.
7. D The processng is necessary —
@ for the administration of justice
(b) for the exercise of any functions of Tynwald, the Council or the Keys;

(© for the eercise of any functions conferred on any person by or under any
statutory provision, or
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for the exercise of any functions of the Crown, a Department or a Statutory
Board.

The Council of Ministers may by order —

exclude the application of sub-paragraph (1) in such cases as may be
spedfied, or

provide that, in such cases as may be spedfied, the cndition in sub-
paragraph (1) is not to beregarded as satisfied unless sich further conditi ons
as may be spedfied in the order are also satisfied.

The processng is necessary for medical purposes and is undertaken by —
a health professonal, or

a person who in the drcumstances owes a duty of confidentiality which is
equivalent to that which would arise if that person were a hedth
professonal.

In this paragraph "medical purposes' includes the purposes of preventive

medicine, medical diagnosis, medical research, the provision of care and treatment and the
management of healthcare services.

0. Q)
@

(b)

(©

)

The processng —

is of senditive personal data consisting of information as to racial or ethnic
origin,

is necessary for the purpose of identifying or keging under review the
existence or absence of equality of opportunity or treatment between

persons of different racial or ethnic origins, with a view to enabling such
equality to be promoted or maintained, and

iscarried out with appropriate safeguards for the rights and freedoms of data
subjeds.

The Council of Ministers may by order spedfy circumstances in which

processng falli ng within sub-paragraph (1)(a) and (b) is, or isnot, to betaken for the purposes
of sub-paragraph (1)(c) to ke arried out with appropriate safeguards for the rights and
freedoms of data subjeds.

0. (1)
@
(b)

(©

)

The processng O
isin the substantial public interest;

is necessary for the purposes of the prevention or detedion of any unlawful
act; and

must necessarily be crried out without the explicit consent of the data
subjed being sought so as not to prejudicethose purposes.

In this paragraph, "act" includes a fail ure to act.

11 The processng O

@
(b)

(©

12 Q)
@
(b)

isin the substantial public interest;

is necessary for the discharge of any function which is designed for
proteding members of the public against O

0) dishonesty, malpractice, or other seriously improper conduct by, or
the unfitnessor incompetence of, any person, or

(ii) mismanagement in the administration of, or failures in services
provided by, any body or association; and

must necessarily be arried out without the explicit consent of the data
subjed being sought so as not to prejudicethe discharge of that function.

The disclosure of personal data [
isin the substantial public interest;
isin connedion with O
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0) the commission by any person of any unlawful act (whether alleged
or established),

(i) dishonesty, malpractice, or other seriously improper conduct by, or
the unfitness or incompetence of, any person (whether alleged or
established), or

(iii) mismanagement in the administration of, or failures in services
provided by, any body or association (whether alleged or
established);

(© isfor the special purposes as defined in section 1(1); and

(d) is made with a view to the publication of those data by any person and the
data controller reasonably believes that such publication would be in the
public interest.

2 In this paragraph, "act" includes afailure to act.

13. The processing O

@ isin the substantial public interest;

(b) is necessary for the discharge of any function which is designed for the
provision of confidential counselling, advice, support or any other service;
and

(© is carried out without the explicit consent of the data subject because the
processing O
0) is necessary in a case where consent cannot be given by the data

subject,
(i) iS necessary in a case where the data controller cannot reasonably
be expected to obtain the explicit consent of the data subject, or
(iii) must necessarily be carried out without the explicit consent of the
data subject being sought so as not to prejudice the provision of
that counselling, advice, support or other service.
14. D The processing O

@ is necessary for the purpose of O
0] carrying on insurance business, or
(i) making determinations in connection with eigibility for, and

benefits payable under, an occupational pension scheme as defined
in section 1 of the Pension Schemes Act 1993 (an Act of
Parliament)®, as it has effect in the I and®*;

(b) is of sensitive personal data consisting of information as to the physical or
mental health or condition of a data subject who is the parent, grandparent,
great grandparent or sibling of the insured person or the member of the
scheme, as the case may be;

(© is necessary in a case where the data controller cannot reasonably be
expected to obtain the explicit consent of that data subject and the data
contraller is not aware of the data subject withholding his consent; and

(d) does not support measures or decisions with respect to that data subject.

(2 In this paragraph O

@ "insurance business' means insurance business, as defined in section 34 of
the Insurance Act 19867, falling within such classes as are prescribed by the
Council of Ministers by regulations, and

*1 1993 c.48
*2 8D 531/95
231986 c.24
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"insured" and "member" includes an individual who is seeking to become an
insured person or member of the scheme respectively.

15. The processing O

@

(b)

(©

16. (1)
@

(b)

(©
(d)

)

is of sensitive personal datain relation to any particular data subject that are
subject to processing which was already under way immediately before the
commencement of this Schedule;

is necessary for the purpose of O

0) carrying on insurance business, as defined in section 34 of the
Insurance Act 1986, falling within such classes as are prescribed by
the Council of Ministers by regulations; or

(i) establishing or administering an occupational pension scheme as
defined in section 1 of the Pension Schemes Act 1993 (an Act of
Parliament), asit has effect in the Idand; and

either O

0) is necessary in a case where the data controller cannot reasonably
be expected to obtain the explicit consent of the data subject and
that data subject has not informed the data controller that he does
not so consent, or

(i) must necessarily be carried out even without the explicit consent of
the data subject so as not to prejudice those purposes.

Subject to the provisions of sub-paragraph (2), the processing [

is of sensitive personal data consisting of information falling within
paragraph (c) or (e) of the definition of that expression in section 1(1);

is necessary for the purpose of identifying or keeping under review the
existence or absence of equality of opportunity or treatment between
persons [

0) holding different beliefs as described in paragraph (c) of that
definition, or

(i) of different states of physical or mental health or different physical
or mental conditions as described in paragraph (€) of that
definition,

with a view to enabling such equality to be promoted or maintained;

does not support measures or decisions with respect to any particular data
subject otherwise than with the explicit consent of that data subject; and

does not cause, nor is likely to cause, substantial damage or substantial
distress to the data subject or any other person.

Where any individual has given noticein writing to any data controller who

is processing personal data under the provisions of sub-paragraph (1) requiring that data
controller to cease processing personal data in respect of which that individual is the data
subject at the end of such period as is reasonable in the circumstances, that data controller
must have ceased processing those personal data at the end of that period.

17. The processing O
@ isin the substantial public interest;

(b) is necessary for research purposes (within the meaning of section 29);
(© does not support measures or decisions with respect to any particular data
subject otherwise than with the explicit consent of that data subject; and
(d) does not cause, nor is likely to cause, substantial damage or substantial
distress to the data subject or any other person.
18. The processing is necessary for the exercise of any functions conferred on a

constable by any rule of law.
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19. The personal data are processed in circumstances specified in an order made by the
Council of Ministers for the purposes of this paragraph.

65



Data Protection Act 2002

Sedion 2(3)
SCHEDULE 4
CASES WHERE THE EIGHTH PRINCIPLE DOES NOT APRLY
The data subjed has given his consent to the transfer.
Thetransfer isnecessary —

@ for the performance of a contract between the data subjed and the data
controller, or

(b) for the taking of steps at the request of the data subjed with a view to his
entering into a contract with the data controller.

3. Thetransfer isnecessary —
@ for the amnclusion of a contract between the data controller and a person
other than the data subjed which —
0) isentered into at the request of the data subjed, or
(ii) isin theinterests of the data subjed, or
(b) for the performance of such a contract.
4, D Thetransfer is necessary for reasons of substantial public interest.

()] The Council of Ministers may by order spedfy —

@ circumstances in which a transfer is to be taken for the purposes of sub-
paragraph (1) to be necessary for reasons of substantial public interest, and

(b) circumstances in which a transfer which is not required by or under a
statutory provision is not to he taken for the purpose of sub-paragraph (1) to
be necessary for reasons of substantial public interest.

5. The transfer —
@ is necessary for the purpose of, or in connedion with, any legal proceeadings
(including prospedive legal procealings),
(b) isnecessary for the purpose of obtaining legal advice, or
(© is otherwise necessary for the purposes of establishing, exercising or
defending legal rights.
6. Thetransfer is necessary in order to proted the vital interests of the data subjed.
7. The transfer is of part of the personal data on a public register and any conditi ons

subjed to which the register is open to inspedion are complied with by any person to whom
the data ae or may be disclosed after the transfer.

8. The transfer is made on terms which are of a kind approved by the Supervisor as
ensuring adequate safeguards for the rights and freedoms of data subjeds.

9. The transfer has been authorised by the Supervisor as being made in such a manner
as to ensure adequate safeguards for the rights and freedoms of data subjeds.
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Section 4(6).
SCHEDULE 5
THE SUPERVISOR AND THE TRIBUNAL
PART 1
THE SUPERVISOR
Salary etc.

1 D There shall be paid to the Supervisor such salary and allowances as the
Treasury, after consultation with the Civil Service Commission, may from time to time
determine.

()] Any salary payable under this paragraph shall be paid out of moneys
provided by Tynwald.

Tenure of office

2. D Subject to sub-paragraphs (2) and (3), the Supervisor shall hold office for a
term of 5 years, but on expiry of such term shall be eligible for re-appointment.

2 The Supervisor may at any time resign his office by notice in writing to the
Chief Secretary.

3 The Supervisor may be removed from office by the Council of Ministersin
pursuance of aresolution of Tynwald.

Saff

3. D The Supervisor may appoint such officers as he considers appropriate to
assist himin the exercise of hisfunctions under this Act, on such terms asto remuneration and
otherwise as he may determine with the approval of the Treasury.

()] Any functions of the Supervisor under this Act may, to the extent authorised
by him, be performed by any officer of the Supervisor.

Receipts and expenses

4, D All fees and other sums received by the Supervisor in the exercise of his
functions under this Act shall be paid by him into the general revenue of the Island.

()] There shall be paid to the Supervisor out of moneys provided by Tynwald
such sum towards his expenses as the Treasury may determine.

Accounts
5. The accounts of the Supervisor shall be audited in accordance with the Audit Act
1983*,

PART 2

THE TRIBUNAL
Tenure of office

6. D A member of the Tribunal shall hold and vacate his office in accordance
with the terms of his appointment and shall, on ceasing to hold office, be digible for re-
appointment.

()] Any member of the Tribunal may at any time resign his office by naticein
writing to the Chief Secretary.

Saff

7. The Civil Service Commission shall make such arrangements as they consider
appropriate for the provision of staff for the Tribunal.

241083 ¢.20
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Sedions 20(4), 24(10) and 44(5).
SCHEDULE 6
APPEALS AND REFERENCES
Interpretation
1 In this Schedule O
"appeal" means an appeal under sedion 24 or 44;
"reference’ means areferenceunder sedion 20.
Hearing of appeals

2. For the purpose of hearing and determining appeals or references or any matter
preliminary or incidental to an appeal or referencethe Tribunal shall sit at such timesand in
such places as the chairman or deputy chairman may dired.

Constitution of Tribunal

3. Subjed to paragraph 4 and to any rules under paragraph 5, the Tribunal shall be duly
congtituted for the purpose of any procealingsif it consists of —

@ the chairman or deputy chairman (who shall preside), and
(b) one or more other members.
Ex parte proceedings

4, Subjed to any rules under paragraph 5, the jurisdiction of the Tribunal in resped of
an appeal under sedion 24 may be eercised ex parte by the chairman or deputy chairman
sitting alone.

Rules of procedure

5. D The Council of Ministers may make rules for regulating the exercise of the
rights of appeal conferred by sedion 24(4) or (7) and sedion 44, references and the practice
and procedure of the Tribunal.

()] Rules under this paragraph may in particular make provision —

@ with resped to the period within which an appeal can be brought or a
reference made and the burden of prodf on an appeal or reference

(b) for the summoning of witnesses and the administration of oaths,

(© for searing the production of documents and material used for the
processng of personal data,

(d) for the inspedion, examination, operation and testing of any equipment or
material used in connedion with the processng of personal data,

(e for the hearing of an appeal or referencewhally or partly in camera,

® for hearing an appeal in the absence of the appellant or for determining an
appeal without a hearing,

(9 for hearing areferencein the absenceof the respondent or for determining a
referencewithout a hearing,

(h) for enabling an appeal under sedion 44(1) against an information noticeto
be determined by the chairman or deputy chairman,

0) for enabling any matter preliminary or incidental to an appeal or referenceto
be dealt with by the chairman or deputy chairman,

()] for the awarding of costs,
(k) for the publi cation of reports of the Tribunal's dedsions, and

) for conferring on the Tribunal such ancillary powers as the Council of
Ministers thinks necessary for the proper discharge of its functions.
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3 In making rules under this paragraph which relate to appeals under section
24(4) or (7) the Council of Ministers shall haveregard, in particular, to the need to secure that
information is not disclosed contrary to the public interest.

Obstruction etc.

6. D If any person is guilty of any act or omission in relation to proceedings
before the Tribunal which, if those proceedings were proceedings before the High Court,
would constitute contempt of court, the Tribunal may certify the offence to the High Court.

2 Where an offence is so certified, the High Court may inquire into the matter
and, after hearing any witness who may be produced against or on behalf of the person
charged with the offence, and after hearing any statement that may be offered in defence, deal
with him in any manner in which it could deal with him if he had committed the like offence
in relation to the court.
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Sedion 34.
SCHEDULE 7
MISCELLANEOUS EXEMPTIONS
Confidential references given by the data controller
1 Personal data ae exempt from sedion 5 if they consist of areferencegiven or to be

given in confidence by the data contrall er for the purposes of —

@ the education, training or employment, or prospedive alucation, training or
employment, of the data subjed,

(b) the appointment, or prospedive appointment, of the data subjed to any

office or
(© the provision, or prospedive provision, by the data subjed of any service
Armed forces
2. Personal data ae exempt from the subjed information provisionsin any case to the

extent to which the application of those provisions would be likely to prejudice the combat
eff ecivenessof any of the armed forces of the Crown.

Judicial appointments and honours
3. Personal data processed for the purposes of —
@ asessng any person's suitability for judicial office or
(b) the @nferring by the Crown of any honour or dignity,
are exempt from the subjed information provisions.
Crown employment and appointments

4, The Council of Ministers may by order exempt from the subjed information
provisions personal data processed for the purposes of assessng any person's suitability for —

@ employment by or under the Crown, or

(b) any office to which appointments are made by Her Majesty, the Governor,
the Governor in Council or the Council of Ministers.

Management forecasts etc.

5. Personal data processed for the purposes of management forecasting or management
planning to asdst the data controller in the cnduct of any business or other activity are
exempt from the subjed information provisions in any case to the etent to which the
application of those provisions would be likely to prejudice the cnduct of that business or
other activity.

Corporate finance

6. D Where personal data ae processed for the purposes of, or in connedion
with, a corporate finance service provided by any person —
@ the data ae exempt from the subjed information provisions in any case to
the extent to which either —
0) the appli cation of those provisions to the data could affed the price
of any seaurities which are already in existenceor areto be or may
be aeated, or

(ii) the data controll er reasonably beli eves that the appli cation of those
provisions to the data could affed the price of any such seaurities,
and

(b) to the etent that the data ae not exempt from the subjed information
provisions by virtue of paragraph (a), they are exempt from those provisions
if the exemption is required for the purpose of safeguarding an important
ewnomic or financial interest of the Idand.

70



Data Protection Act 2002

()] For the purposes of sub-paragraph (1)(b) the Council of Ministers may by
order spedfy —

@ matters to be taken into account in determining whether exemption from the
subjed information provisionsisrequired for the purpose of safeguarding an
important economic or financial interest of the Iland, or

(b) circumstances in which exemption from those provisionsis, or is not, to be
taken to be required for that purpose.

3 In this paragraph —
"corporate finance service' means a service onsistingin —

@ underwriting in resped of issues of, or the placing of isaues of, any
seaurities,

(b) advice to undertakings on capital structure, industrial strategy and related
matters and advice and service relating to mergers and the purchase of
undertakings, or

(© services relating to such underwriting asis mentioned in paragraph (a);
"price’ includes valug;

"seaurities' means —

@ shares or debentures,

(b) seauriti es of the government of any country or territory, or
(© rights or interests (described whether as units or otherwise) in any such
shares, debentures or seaurities.
Negotiations
7. Personal data which consist of reards of the intentions of the data controller in

relation to any negotiations with the data subjed are exempt from the subjed information
provisions in any case to the extent to which the application of those provisions would be
likely to prgjudicethose negotiations.

Examination marks

8. D Sedion 5 shall have dfed subjed to the provisions of sub-paragraphs (2) to
(4) in the @se of personal data consisting of marks or other information processed by a data
controller —

@ for the purpose of determining the results of an academic, professonal or
other examination or of enabling the results of any such examination to be
determined, or

(b) in consequence of the determination of any such results.

()] Where the relevant day falls before the day on which the results of the
examination are announced, the period mentioned in sedion 5(8) shall be extended until —

@ the end of 5 months beginning with the relevant day, or
(b) the end of 40 dhys beginning with the date of the announcement,
whichever isthe exlier.

3 Where by virtue of sub-paragraph (2) a period longer than the prescribed
period el apses after the relevant day before the request is complied with, theinformation to be
supdied pusuant to the request shall be supgdied bath by referenceto the data in question at
the time when the request is recaved and (if different) by referenceto the data & from time to
time held in the period beginning when the request isrecaved and ending when it is complied
with.

4 For the purposes of this paragraph the results of an examination shall be
treated as announced when they are first published or (if not published) when they are first
made avail able or communicated to the andidate in question.

5) In this paragraph —
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"examination" includes any process for determining the knowledge, intdligence, skill
or ahility of a candidate by reference to his performance in any test, work or other
activity;
"the prescribed period" means 40 days or such other period as is for the time being
prescribed under section 5 in relation to the personal datain question;
"relevant day" has the same meaning asin section 5.

Examination scripts etc.

9. D Personal data consisting of information recorded by candidates during an
academic, professional or other examination are exempt from section 5.

2 In this paragraph "examination" has the same meaning asin paragraph 8.
Legal professional privilege

10. Personal data are exempt from the subject information provisions if the data consist
of information in respect of which aclaim to legal professional privilege could be maintained
in legal proceedings.

S f-incrimination

11. D A person need not comply with any request or order under section 5 to the
extent that compliance would, by revealing evidence of the commission of any offence other
than an offence under this Act, expose him to proceedings for that offence.

()] Information disclosed by any person in compliance with any request or
order under section 5 shall not be admissible against him in proceedings for an offence under
thisAct.
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Sedion 46.
SCHEDULE 8
POWERS OF ENTRY AND INSFECTION
I ssue of warrants
1 D If ajudge of the High Court is stisfied by information on oath suppied by

the Supervisor that there are reasonable grounds for suspeding —

@ that a data controller has contravened or is contravening any of the data
protedion principles, or

(b) that an offence under this Act has been or is being committed,

and that evidence of the mntravention or of the ammmisgon of the offenceis to ke found on
any premises pedfied in theinformation, he may, subjed to sub-paragraph (2) and paragraph
2, grant awarrant to the Supervisor.

2 A judge shall not issue a warrant under this Schedule in respea of any
personal data processed for the spedal purposes unless a determination by the Supervisor
under sedion 41 with resped to those data has taken effed.

3 A warrant issued under sub-paragraph (1) shall authorise the Supervisor or
any of his officers or staff, or any other person authorised for the purpose by the Supervisor, at
any time within 7 days of the date of the warrant to enter the premises, to search them, to
insped, examine, operate and test any equipment found there which is used or intended to be
used for the processng of personal data and to insped and seize any documents or other
material found there which may be such evidenceas is mentioned in that sub-paragraph.

2. D A judee shall not isaue a warrant under this Schedule unlessheis stisfied

@ that the Supervisor has given 7 days noticein writing to the occupier of the
premises in question demanding accessto the premises, and

(b)  that either —

0) access was demanded at a reasonable hour and was unreasonably
refused, or
(ii) athough entry to the premises was granted, the occupier

unreasonably refused to comply with arequest by the Supervisor or
any of the Supervisor's officers or staff to permit the Supervisor or
the officer or member of staff to do any of the things referred toin
paragraph 1(3), and

(© that the occupier, has, after the refusal, been notified by the Supervisor of

the appli cation for the warrant and has had an opportunity of being heard by
the judge on the question whether or not it should be isaued.

()] Sub-paragraph (1) does not apply if the judgeis stisfied that the caseisone
of urgency or that compliancewith those provisions would defeat the objed of the entry.

3. A judge who issues a warrant under this Schedule shall also issue 2 copies of it and
certify them clearly as copies.

Execution of warrants

4, A person exeauting a warrant issued under this Schedule may use such reasonable
forceas may be necessary.

5. A warrant issued under this Schedule shall be exeauted at a reasonable hour unlessit
appears to the person exeauting it that there are grounds for suspeding that the evidencein
question would not be found if it were so exeauted.

6. If the person who occupies the premises in resped of which awarrant isissued under
this Schedule is present when the warrant is exeauted, he shall be shown the warrant and
supdied with a copy of it; and if that person is not present a copy of the warrant shall be |eft
in a prominent placeon the premises.
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7. D A person seizing anything in pursuance of a warrant under this Schedule
shall givearecapt for it if asked to do so.
2 Anything so seized may be retained for so long as is necessary in all the

circumstances but the person in ocaupation of the premises in question shall be given a copy
of anything that is sized if he so requests and the person exeauting the warrant considers that
it can be done without undue delay.

Matters exempt from inspection and seizure

8. The powers of inspedion and seizure mnferred by a warrant issued under this
Schedule shall not be exercisable in resped of personal data which by virtue of sedion 24 are
exempt from any of the provisions of this Act.

9. D Subjed to the provisions of this paragraph, the powers of inspedion and
seizure onferred by awarrant issued under this Schedule shall not be exercisablein resped of

@ any communication between an advocate and his client in connedion with
the giving of legal advice to the dient with resped to his ohbligations,
li abiliti es or rights under this Act, or

(b) any communication between an advocate and his client, or between an
advocate or his client and any other person, made in connedion with or in
contemplation of proceadings under or arising out of this Act (including
procealings before the Tribunal) and for the purposes of such proceeadings.

()] Sub-paragraph (1) appliesalso to—

@ any copy or other record of any such communication as is there mentioned,
and
(b) any document or article enclosed with or referred to in any such

communication if made in connedion with the giving of any advice or, as
the @se may be, in connedion with or in contemplation of and for the
purposes of such procealings as are there mentioned.

3 This paragraph does not apply to anything in the posssson of any person
other than the advocate or his client or to anything held with the intention of furthering a
criminal purpose.

4 In this paragraph references to the dient of an advocate include references
to any person representing such a client.

10. If the person in ocaupation of any premises in resped of which a warrant is issued
under this Schedule objeds to the inspedion or seizure under the warrant of any material on
the grounds that it consists partly of matters in resped of which those powers are not
exercisable, he shall, if the person exeauting the warrant so requests, furnish that person with a
copy of so much of the material asis not exempt from those powers.

Return of warrants
11 A warrant issued under this Schedule shall be returned to the Chief Registrar —
@ after being exeauted, or
(b) if not exeauted within the time authorised for its exeaution;

and the person by whom any such warrant is exeauted shall make an endorsement on it stating
what powers have been exercised by him under the warrant.

Offences
12, Any person who —
@ intentionall y obstructs a person in the exeation of a warrant issued under
this Schedule, or
(b) fail s without reasonable excuse to give any person exeating such awarrant
such asgstance as he may reasonably require for the exeaution of the
warrant,

isguilty of an offence
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Vessels, vehicles etc.

13. In this Schedule "premises' includes any vessdl, vehicle, aircraft or hovercraft, and
references to the occupier of any premises include references to the person in charge of any
vessdl, vehicle, aircraft or hovercraft.
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Sedion 57.
SCHEDULE 9
REGISTERS OF ELECTORSETC.
The Jury Act 1980 (c.9)
1 D For sedion 9 substitute —
"9, I nspection of listsof jurors

D The Council of Ministers shall make regulations —

@ requiring the croner to make apies of the lists of jurors to be
avail able for inspedion by the public at such places as may be
prescribed;

(b) imposing prohibitions or restrictions relating to the extent (if any)

to which persons inspeding the li sts of eledors in accordancewith
regulations under paragraph (a) may —

0) make pies of thelists,
(ii) disclose any information contained in them to aher
persons, or

(iii) make use of any such information otherwise than for any
purposes edfied in theregulations;

(© imposing, in relation to coroners and persons involved in the
preparation of the lists of jurors, prohibitions with resped to
supdying copies of the lists and disclosing or making use of
information contained in them.

()] Regulations under this sdion may make it an offence punishable
on summary conviction by a fine not excealing £5000 for a person to contravene
any prohibition or restriction imposed under subsedion (1) or to do so in any
prescribed circumstances.

3 Regulations under this sdion shall not have effed unlessthey are
approved by Tynwald.

(@] In this ®dion —

any referenceto alist of jurorsincludes areferenceto any part of it;

"prescribed" means prescribed by regulations under this sdion.".
The Registration of Electors Act 1984 (c.3)

2. D For sedion 6 substitute —
"6. Restrictions on use of lists

D The Council of Ministers shall make regulations —

@ imposing prohibitions or restrictions relating to the extent (if any)
to which persons inspeding the li sts of eledors in accordance with
sedion 5 may —

0) make pies of thelists,
(ii) disclose any information contained in them to aher
persons, or

(iii) make use of any such information otherwise than for any
purposes edfied in theregulations;

(b) imposing, in relation to persons involved in the preparation of the
lists of dedors, prohibitions with resped to supdying copies of the
lists and disclosing or making use of information contained in
them.
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Regulations under this sdion may make it an offence punishable

on summary conviction by a fine not excealing £5000 for a person to contravene
any prohibition or restriction imposed under subsedion (1) or to do so in any
prescribed circumstances.

3 Regulations under this sdion shall not have dfed unlessthey are
approved by Tynwald.
4 In this sdion any reference to a list of eedors includes a

referenceto any part of it."
()] For sedion 14 substitute —
"14. Supply of information contained in register

D
@

(b)

(©

(d)

(¢

(f)

@)

The Council of Ministers shall make regulations —

requiring the registration officer to prepare, in addition to the
registers of eledors which heis required by sedion 13 to prepare
("the full registers'), versions of those registers which omit the
names and addresss of dedors by or on behalf of whom requests
have been made to have their names and addresses excluded from
that version of it ("the alited registers");

spedfying a form of words to be used by the registration officer for
the purpose of —

0) explaining to persons registered or applying to be
registered, or persons acting on behalf of such persons, the
purposes for which the full register and the elited register
may each be used, and

(ii) ascertaining whether the exclusion of their names and
addresses from the alited register is requested by or on
behalf of such persons;

requiring copies of the full register and other documents, or
prescribed parts of them, to be available for inspedion by the
public at such places as may be prescribed;

requiring the Chief Registrar —

0) to supdy to such persons as may be prescribed copies of
the full register and other documents, or prescribed parts
of them, whether free of charge or on payment of a
prescribed fee

(ii) to suppy to any persons copies of the alited register, or
any prescribed part of it, on payment of a prescribed feg

spedfying, in relation to any description of persons prescribed
under paragraph (d)(i), the purposes for which copies sipgied to
such persons under such regulations, or information contained in
them, may be used whether by such persons or by employees or
other persons authorised by them in accordance with the
regulations to have accessto such copies or information contained
in them;

imposing prohibitions or restrictions relating to the extent (if any)
to which persons inspeding the full register in acocordance with
regulations under paragraph (c) may make apies of the register;

imposing prohibitions or restrictions relating to the extent (if any)
to which persons to whom copies of the full register are supdied
(whether in accordance with regulations under paragraph (d)(i) or
in accordancewith any other enactment) may —

0) supdy those apies, or otherwise disclose any information
contained in them, to ather persons, or
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(ii) make use of any such information otherwise than for any
purposes edfied in the regulations or (as the ase may
be) for which the mpies have been supgied in accordance
with any such provision;

(h) impaosing, in relation to persons —

0) to whom copies of the full register have been supgied, or
information contained in such copies has been disclosed,
in accordance with regulations made in pursuance of this
paragraph, or

(ii) who aherwise have accessto such copies or information,

prohibitions or restrictions corresponding to those which may be
imposed by virtue of paragraph (g);

0) imposing, in relation to persons involved in the preparation of the
full register, prohibitions with resped to supgying copies of the
full register and disclosing information contained in it.

()] Regulations under this sdion may make it an offence punishable
on summary conviction by afine not excealing £5000—

@ for a person to contravene any prohibition or restriction imposed
under subsedion (1)(f), (g), (h) or (i) or to do so in any prescribed
circumstances, or

(b) where such a contravention occurs on the part of a person in the
employment, or otherwise under the diredion or control, of a body
corporate or unincorporate, for adiredor of the body, or any other
person concerned with its management, to fail to take such steps as
it is reasonable for him to take to seare the operation of
procedures designed to prevent, so far as reasonably practicable,
the ocaurrence of such contraventions on the part of such persons.

3 Regulations under this sdion shall not have dfed unlessthey are
approved by Tynwald.

4 In this ®dion any referenceto the full register includes areference
to any part of it."
3 In sedion 17(1), for the definition of "prescribed” substitute —

""prescribed”" means —
@ in relation to afee prescribed by regulations under sedion 16(4);

(b) otherwise, prescribed by regulations under sedion 6 or 14, as the
case may be;".
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SCHEDULE 10

EXEMPTIONS AND MODIFICATIONS HAVING EFFECT BEFORE 24TH OCTOBER

2007
PART 1
TRANSITIONAL EXEMPTIONS

1 In this Schedule —
"the appointed day" means the date on which Part 2 comesinto operation;

"automated data' means data which fall within paragraph (a) or (b) of the definition
of "data" in sedion 1(1);

"manual data' means data which fall within paragraph (c) or (d) of the definition of
"data" in sedion 1(1);

"the relevant conditions' has the same meaning asin sedion 29;
"the transitional period" meansthe period from the appointed day to the 23rd October

2007.

2 )
@
(b)

@)

Temporary exemption for certain manual data
This paragraph appliesto O
manual data which were held immediately before the appointed day, and

personal data which fall within paragraph (d) of the definition of "data" in
sedion 1(1) but do not fall within (a) abowe.

During the transitional period, data to which this paragraph applies are

exempt from the following provisions —

@
(b)

(©
(d)
(€
(f)

3. )
@
(b)

@)

the first data protedion principle (fair and lawful processng) except to the
extent to which it requires compliancewith paragraph 10 of Schedule 1,

the send data protedion principle (purpose for which data ae obtained
and processd),

thethird data protedion principle (adequacy and relevance of data),
the fourth data protedion principle (accuracy of data),
thefifth data protedion principle (time for kegoing data), and
sedion 12(1) to (3).

Exemption for historical research
This paragraph appli es to manual data which —
were held immediately before the appointed day, and

are processed only for the purpose of historical research in compliancewith
the relevant conditions.

After thetransitional period, datato which this paragraph appliesare exempt

from the provisions gedfied in paragraph 2(2).

4, )
@

(b)

)

This paragraph appli es to automated data which —

were subjed to processng which was already under way immediately
before the appointed day, and

are processed only for the purpose of historical research in compliancewith
the relevant conditions.

During and after the transiti onal period, datato which this paragraph applies

are xempt from the first data protedion principle to the extent to which it requires
compliancewith the onditionsin Schedules2 and 3.
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3 During and after the transiti onal period, datato which this paragraph applies

which are processed otherwise than by reference to the data subjed are also exempt from the
provisions referred to in paragraph 2(2).

5.

For the purposes of this Part of this Schedule personal data ae not to be treated as

procesed otherwise than for the purpose of historical research merely becuse the data ae
disclosed —

6.

@ to any person, for the purpose of historical research only,
(b) to the data subjed or a person acting on his behalf,

(© at the request, or with the mnsent, of the data subjed or a person acting on
his behalf, or

(d) in circumstances in which the person making the disclosure has reasonable
grounds for believing that the disclosure falls within paragraph (a), (b) or
(©).
Exemption from section 19

Processng which was already under way immediately before the appointed day is not

asessable processng for the purposes of sedion 19.

7.

9.
10.

PART 2
MODIFICATIONS HAVING EFFECT BEFORE 24TH OCTOBER 2007
After sedion 10insert —
"10A. Rightsof data subjectsin relation to exempt manual data
D A data subjed is entitled at any time by noticein writing —

@ to require the data controller to redify, block, erase or destroy
exempt manual data which areinaccurate or incomplete, or

(b) to require the data contrall er to cease holding exempt manual data
in a way incompatible with the legitimate purposes pursued by the
data controller.

()] A notice under subsedion (1)(a) or (b) must state the data subjed's

reasons for believing that the data ae inaccurate or incomplete or, as the ase may

be, his reasons for beieving that they are held in a way incompatible with the
legitimate purposes pursued by the data controll er.

3 If the High Court is satisfied, on the appli cation of any person who
has given a notice under subsedion (1) which appears to the court to be justified (or
to bejustified to any extent) that the data contrall er in question has fail ed to comply
with the notice the curt may order him to take such steps for complying with the
notice (or for complying with it to that extent) as the wurt thinksfit.

4 In this sdion "exempt manual data’ means data to which
paragraph 2 of Schedule 10 applies.

5) For the purposes of this dion personal data aeincompleteif, and
only if, the data, although not inaccurate, are such that their incompl etenesswould
congtitute a contravention of the third or fourth data protedion principles, if those
principles applied to the data."

In sedion 28 —
@ in subsedion (2), after "sedion 10" insert —
"(dd) sedion 10A,";
(b) in subsedion (4), after "10(8)" insert ", 10A(3)".
In sedion 30, for "sedion 12(1) to (3)" subgtitute "sedions 10A and 12(1) to (3)."
In paragraph 16 of Schedule 1, omit the word "or" at the end of paragraph (c), and

after paragraph (d) insert "or
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(e he contravenes section 10A by failing to comply with a notice
given under section 10A(1) to the extent that the notice is
justified."
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Sedion 65.
SCHEDULE 11
TRANSITIONAL PROVISIONS AND SAVINGS
Interpretation
1 In this Schedule —

"the 1986Act" means the Data Protedion Act 1986
"the old principles’ means the data protedion principles within the meaning of the

1986Act;
"the new principles’ means the data protedion principles within the meaning of this
Act.
Effect of registration under Part |1 of 1986 Act
2. D Subjed to sub-paragraphs (4) and (5), any person who, immediately before
the ommencement of Part 3 of this Act —
@ isregistered as a data user under Part Il of the 1986Act, or
(b) istreated by virtue of sedion 7(6) of the 1986Act as 0 registered,
is exempt from sedion 14(1) of this Act until the end of the registration period.
()] In sub-paragraph (1) "the registration period", in relation to a person, means
@ where there is a single entry in resped of that person as a data user, the

period at the end of which, if sedion 8 of the 1986 Act had remained in
force that entry would have fallen to be removed unlessrenewed, and

(b) wherethere are 2 or more entriesin resped of that person as a data user, the
period at the end of which, if that sedion had remained in force the last of
those entries to expire would have fall en to be removed unlessrenewed.

3 Any application for registration as a data user under Part Il of the 1986Act
which isreceaved by the Supervisor before the ammmencement of Part 3 of this Act (including
any appeal against a refusal of registration) shall be determined in accordance with the old
principles and the provisions of the 1986 Act.

4 If a person falli ng within sub-paragraph (1)(b) recéves a naotification under
sedion 7(1) of the 1986Act of the refusal of his appli cation, sub-paragraph (1) shall ceaseto
apply tohim —

@ if no appeal is brought, at the end of the period within which an appeal can
be brought against therefusal, or

(b) on the withdrawal or dismissal of the appeal.

5) If adata contrall er gives a natification under sedion 15(1) at atimewhen he
is exempt from sedion 14(1) by virtue of sub-paragraph (1), he shall ceaseto be so exempt.

(6) The Supervisor shall i nclude in the register maintained under sedion 16 an
entry in resped of each person who is exempt from sedion 14(1) by virtue of sub-paragraph
(1); and each entry shall consist of the particulars which, immediately before the
commencement of Part 3 of this Act, were included (or treated as included) in resped of that
person in the register maintained under sedion 4 of the 1986Act.

@) Natification regulations under Part 3 of this Act may make provision
modifying the duty referred to in sedion 17(1) in its application to any person in resped of
whom an entry in the register maintained under sedion 16 has been made under sub-
paragraph (6).

(8 Notification regulations under Part 3 of this Act may make further
transitional provision in connedion with the substitution of Part 3 for Part Il of the 1986Act
(regigtration), including provision modifying the application of provisions of Part 3 in
transitional cases.
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Rights of data subjects

3. D The repeal of sedion 20 of the 1986 Act (right of accessto personal data)
does not affed the application of that sedion in any case in which the request (together with
the information referred to in sedion 21(4)(a) and, in a case where it is required, the mnsent
referred to in sedion 21(4)(b)) was receaved before the day on which the repeal comes into
force

2 Sub-paragraph (1) does not apply where the request is made by referenceto
thisAct.

3 Any fee paid for the purposes of sedion 20 of the 1986 Act before the
commencement of sedion 5 in a case not falling within sub-paragraph (1) shall be taken to
have been paid for the purposes of sedion 5.

4, The repeal of sedion 21 of the 1986 Act (compensation for inaccuracy) and the
repeal of sedion 22 of that Act (compensation for loss or unauthorised disclosure) do not
affed the appli cation of those sedionsin relation to damage or distress siffered at any time by
reason of anything done or omitted to be done before the mmmencement of the repeals.

5. The repeal of sedion 23 of the 1986 Act (redification and erasure) does not affed
any case in which the application to the High Court was made before the day on which the
repeal comesinto force

6. Sedion 12(3)(b) does not apply where the redification, blocking, erasure or
destruction ocaurred before the mmmencement of sedion 12,

Enforcement and transfer prohibition notices served under Part V of 1986 Act
7. D If, immediately before the mmmencement of sedion 36 —
@ an enforcement notice under sedion 10 of the 1986Act has effed, and

(b) either thetime for appealing against the noticehas expired or any appeal has
been determined,

then, after that commencement, to the extent mentioned in sub-paragraph (3), the notice shall
have dfead for the purposes of sedions 37 and 43 as if it were an enforcement notice under
sedion 36.

()] Where an enforcement notice has been served under sedion 10 of the 1986
Act before the mmmencement of sedion 36 and immediately before that commenceament
either —

@ the time for appealing against the notice has not expired, or
(b) an appeal has not been determined,

the appeal shall be determined in accordance with the provisions of the 1986Act and the old
principles and, unless the notice is quashed on appeal, to the etent mentioned in sub-
paragraph (3) the notice shall have dfed for the purposes of sedions 37 and 43 asif it were
an enforcement notice under sedion 36.

3 An enforcement notice under sedion 10 of the 1986 Act has the dfed
described in sub-paragraph (1) or (2) only to the extent that the steps gpedfied in the noticefor
complying with the old principle or principlesin question are steps which the data controll er
could be required by an enforcement notice under sedion 36 to take for complying with the
new principles or any of them.

8. D If, immediately before the mmmencement of sedion 36 —
@ atransfer prohibition noticeunder sedion 12 of the 1986Act has effed, and

(b) either thetime for appealing against the noticehas expired or any appeal has
been determined,

then, on and after that commencement, to the extent spedfied in sub-paragraph (3), the notice
shall have dfed for the purposes of sedions 37 and 43 as if it were an enforcement notice
under sedion 36.

()] Where a transfer prohibition notice has been served under sedion 12 of the
1986Act and immediately before the mmmencement of sedion 36 either —
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@ the time for appealing against the notice has not expired, or
(b) an appeal has not been determined,

the appeal shall be determined in accordance with the provisions of the 1986Act and the old
principles and, unless the notice is quashed on appeal, to the etent mentioned in sub-
paragraph (3) the notice shall have dfed for the purposes of sedions 37 and 43 asif it were
an enforcement notice under sedion 36.

3 A transfer prohibition noticeunder sedion 12 of the 1986Act has the dfed
described in sub-paragraph (1) or (2) only to the extent that the prohibition imposed by the
notice is one which could be imposed by an enforcement notice under section 36 for
complying with the new principles or any of them.

Notices under new law relating to mattersin relation to which 1986 Act had effect

9. The Supervisor may serve an enforcement notice under sedion 36 on or after the day
on which that sedion comes into force if he is stisfied that, before that day, the data
contraller contravened the old principles by reason of any act or omisson which would also
have monstituted a contravention of the new principlesif they had appli ed before that day.

10. Sedion 36(5)(b) does not apply where the redification, blocking, erasure or
destruction occurred before the mmmencement of sedion 36.

11 The Supervisor may serve an information notice under sedion 39 on or after the day
on which that sedion comes into forceif he has reasonable grounds for suspeding that, before
that day, the data controller contravened the old principles by reason of any act or omisson
which would also have @mnstituted a contravention of the new principles if they had applied
before that day.

12, Where by virtue of paragraph 11 an information notice is ®rved on the basis of
anything done or omitted to ke done before the day on which sedion 39 comes into force
sedion 39(2)(b) shall have dfed asif the referenceto the data controll er having complied, or
complying, with the new principles were areferenceto the data controll er having contravened
the old principles by reason of any such act or omisson asis mentioned in paragraph 11.

Sf-incrimination, etc.

13. D In sedion 39(8), sedion 40(9) and paragraph 11 of Schedule 7, any
referenceto an offenceunder this Act includes areferenceto an offenceunder the 1986 Act.

()] In sedion 34(9) of the 1986 Act, any referenceto an offenceunder that Act
includes a reference to an offence under this Act.

Warrants issued under 1986 Act

14. The repeal of Schedule 4 to the 1986 Act does not affed the application of that
Schedule in any case where a warrant was isaed under that Schedule before the
commencement of the repeal.

Complaints under section 35(2) of 1986 Act and requests for assessment under section 38

15. The repeal of sedion 35(2) of the 1986 Act does not affed the application of that
provision in any case where the complaint was recéved by the Supervisor before the
commencement of the repeal.

16. In dealing with a complaint under sedion 35(2) of the 1986 Act or a request for an
asessnent under sedion 38 of this Act, the Supervisor shall have regard to the provisions
from time to time appli cabl e to the processng, and accordingly —

@ in sedion 36(2) of the 1986Act, the referenceto the old principles and the
provisions of that Act includes, in relation to any time when the new
principles and the provisions of this Act have dfed, those principles and
provisions, and

(b) in sedion 38 of this Act, the referenceto the provisions of this Act includes,
in relation to any time when the old principles and the provisions of the
1986 Act had effed, those principles and provisions.
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Applications under Access to Health Records and Reports Act 1993

17. D The repeal of any provision of the Accessto Health Rerds and Reports
Act 1993 aes not affed —

@ the application of sedion 3 or 6 of that Act in any case in which the
application under that sedion was receved before the day on which the
repeal comesinto force or

(b) the appli cation of sedion 8 of that Act in any case in which the application
to the High Court was made before the day on which the repeal comesinto
force

()] Sub-paragraph (1)(a) does not apply in relation to an application for access
to information which was made by referenceto this Act.

The Supervisor

18. Any referencein this Act or in any instrument under this Act to the Supervisor shall
be mnstrued, in relation to any time before the mmmencement of sedion 4(1), as areference
to the Isle of Man Data Protedion Registrar.

Saff of Supervisor

19. Any officer of the Supervisor who immediately before the mmmencement of this Act
was acivil servant shall not ceaseto be acivil servant by virtue only of the passng of thisAct
unlesshe and the Civil Service Commisson otherwise agreein writing.

Functions relating to children and young persons

20. Until the whole of the Children and Y oung Persons Act 2001has comeintoforce the
reference in the table in sedion 62(1) to functions of the Department of Health and Social
Seaurity under that Act shall be onstrued as including a reference to functions of that
Department under any enactment repealed by that Act.

85



Data Protection Act 2002

Section 66(1).
SCHEDULE 12
AMENDMENT OF ENACTMENTS
The Superannuation Act 1984 (c.8)

1 In Part Il of Schedule 1, for "The Ide of Man Data Protection Registrar” substitute
"The Ide of Man Data Protection Supervisor".

The Legal Aid Act 1986 (c.23)
2. In Part | of Schedule 1, after paragraph 5A insert O

"5B. Proceedings before the Ie of Man Data Protection Tribunal, which shall be
proceedings in a court for the purposes of this Act.".

The Customs and Excise Management Act 1986 (c.34)

3. In section 174B(6), for "1986" substitute "2002".
The Access to Health Records and Reports Act 1993 (c.10)
4, D In section 2(4)(a), for "the maximum prescribed under section 20 of the

Data Protection Act 1986" substitute "the prescribed maximum (within the meaning of section
5 of the Data Protection Act 2002)".

()] In section 3(3), for "2(1)(e)" substitute "2(1)".

3 In section 4(3), for "Where an application is made under section 2(1)(c), (d)
or (e), access shall not be given under section 2(2) to any part of the record" substitute
"Access shall not be given under section 2(2) to any part of a health record".

The Lloyds TSB Act 1997 (c.2)

5. In section 6(16) O
@ for "Data Protection Registrar" substitute "Ide of Man Data Protection
Supervisor";
(b) for "section 10 of the Data Protection Act 1986" substitute "section 36 of the
Data Protection Act 2002".
The Residence Act 2001 (c.7)
6. In section 23(b), for "1986" substitute "2002".
The Online Gambling Regulation Act 2001 (c.10)
7. D In section 4(2)(e), for "Registrar" substitute " Supervisor".

()] In section 21(1)(1), for "1986" substitute "2002".
The Halifax International Act 2001 (c.11)

8. In section 6(19) O
@ for "Data Protection Registrar" substitute "Ide of Man Data Protection
Supervisor";
(b) for "section 10 of the Data Protection Act 1986" substitute "section 36 of the
Data Protection Act 2002".
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SCHEDULE 13
ENACTMENTS REPEALED
Short title Extent of repeal

1986 c.31
1989 c.6

1993 c.10

2001 c4

The Data Protection Act 1986. Thewhole Act.

The Statute Law Revision Act In Schedule 1, paragraph 49(2)(t).
1989.

The Access to Health Records In section 1(1), the words from "but
and Reports Act 1993. does not" onwards.

In section 2(1), the words from "any
of the following" to "and (e)";
and in section 2(6)(a), the words
", in the case of an application
made otherwise than by the
patient,"

Section 3(1) and (2).

In section 4(1)(a)(i), the words "of
the patient" and "other".

In section 10, the definition of
"child".

The Criminal Justice Act 2001. Section 24.
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